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Veresegyhazi Varosgazda Korlatolt
A szervezet megnevezése: Felel6sségii Tarsasag
(tovabbiakban: Tarsasag vagy Adatkezeld)

A szervezet székhelye: 2112 Veresegyhaz, Sport u. 4.

A szabalyzat tartalmaért felelés személy: = Kisak Péter Ugyvezetd

A szabalyzat hatélyba lépésének datuma: | 2024. januar 1.

A szabalyzat felulvizsgalatanak idépontja: | 2025. szeptember 1.

Ez a szabalyzat a természetes személyeknek a személyes adatok kezelése tekintetében torténé
védelmére és a személyes adatok szabad aramlasdra vonatkozé szabalyokat allapit meg. A
szabalyzatban foglaltakat kell alkalmazni a konkrét adatkezelési tevékenységek soran, valamint az
adatkezelést szabalyozé utasitasok és tajékoztatasok kiadasakor.

Feladatai kozé tartozik tobbek kozott egyes 6nkormanyzati kételezd és onként vallalt kézfeladatok
(karbantartasi munkalatok, gyermekétkeztetési tevékenység, kozterlletek és zold terlletek
fenntartasa, egyéb varoslizemeltetési feladatok ellatdsa és egyes varosi rendezveények
kiszolgalasa. .

Adatkezel6 alapitoja Versegyhaz Varos Onkormanyzata. Adatvédelmi tisztviseld kijeldlése a GDPR
37. cikk (3) bekezdése szerint az Intézménynél koételezd, mivel az adatkezel6/adatfeldolgozé
kozfeladatot ellatd szerv.

Adatvédelmi tisztvisel6 neve: Dr. Csapd Csilla
Elérhetéségei:
Székhelye: 8000 Székesfehérvar, Zsolt u. 51.

E-mail cime: cscsapo@gmail.com
Mobil: 06 (30) 6413314

1. A szabalyzat hatalya

E szabalyzat visszavonasig érvényes.

A Szabalyzat személyi hatalya kiterjed

a) az Adatkezel6 valamennyi alkalmazottjara, valamint az eseti vagy tartés jelleggel munkavégzés
céljabol barmilyen jogviszony alapjan foglalkoztatott természetes szemelyre,

b) az Adatkezel6 vezetd tisztségviselbire,

c) az Adatkezel6 altal igénybe vett adatfeldolgozékra, valamint azok alkalmazottaira,

d) valamennyi, az Adatkezel6vel lUzleti/partneri viszonyban all6 személyekre,

e) a fentiecken kivil mindazon természetes személyekre, akik a Tarsasaggal (Adatkezelével)
barmilyen jogviszonyban allnak, vagy akiket a Tarsasag adatkezelése barmilyen médon érint.

A Szabalyzat targyi hatalya kiterjed az Adatkezel altal kezelt valamennyi személyes adatra.

Az adatkezelési szabalyzat az Adatkezel6 igyvezetdje altal meghatarozott idéponttal Iép hatalyba,
és hatarozatlan idére szol.

Az Adatvédelmi és Adatkezelési Szabalyzatot a jovahagyas datumaval fennalld és azt kévetd
datummal létesitett jogviszony esetén a foglalkoztatott koteles tudomasul venni, valamint a Munka
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Az Adatvédelmi és Adatkezelési Szabalyzatot a jévahagyas datumaval fennallé és azt kévetd
datummal létesitett jogviszony esetén a foglalkoztatott kételes tudomasul venni, valamint a Munka
Torvénykdnyve (tovabbiakban: Mt.) vagy megbizasi jogviszony esetében a Polgari Torvénykonyv
szabalyai alapjan eljarni. A foglalkoztatottak esetében az Mt. 46.§ (1) bekezdése szerint késziilt
irésos tajekoztatéban a foglalkoztatottak figyelmét az adatvédelemmel kapcsolatos
kotelezettségeikre fel kell hivni.

2. A szabalyzat célja

E szabalyzat célja, hogy harmonizélja az adatkezelési tevékenységek tekintetében az Adatkezeld
egyeéb belsd szabalyzatainak eléirasait a természetes személyek alapveté jogainak és
szabadsagainak védelme érdekében, valamint biztositsa a személyes adatok megfelelé kezelését.
A szervezet tevékenysége soran teljes mértékben meg kivan felelni a személyes adatok kezelésére
vonatkoz6 jogszabalyi elbirdsoknak, kiléndsen az Eurdpai Parlament és a Tanacs (EU) 2016/679
rendeletében (tovabbiakban: GDPR) foglaltaknak.

A szabalyzat kiadasanak fontos célja tovabba, hogy megismerésével és betartasaval az Adatkezelé
altal foglalkoztatottak képesek legyenek a természetes személyek adatai kezelését jogszertien
vegezni.

3. Lényeges fogalmak, meghatarozasok

- GDPR (General Data Protection Regulation) az Eurépai Unié Uj Adatvédelmi Rendelete,
Altalanos Adatvédelmi Rendelet (32016R0679 Az Eurdpai Parlament és a Tanacs (EU)
2016/679 rendelete (2016. aprilis 27.) a természetes személyeknek a személyes adatok
kezelese tekintetében térténd védelmérdl és az ilyen adatok szabad aramlasardl, valamint a
95/46/EK iranyelv hatalyon kivul helyezésérél)

- Info tv: az informécids 6nrendelkezési jogrél és az informaciészabadsagrol szolo 2011. évi
CXIl. térvény

- adatkezeld: az a természetes vagy jogi személy, kdzhatalmi szerv, ligyndkség vagy barmely
egyeb szerv, amely a személyes adatok kezelésének céljait és eszkdzeit 6nalléan vagy
masokkal egyltt meghatarozza; ha az adatkezelés céljait és eszkdzeit az unios vagy a
tagallami jog hatarozza meg, az adatkezel6t vagy az adatkezel6 kijelolésére vonatkozd
kulonos szempontokat az unios vagy a tagallami jog is meghatérozhatja;

- érintett: azonositott vagy azonosithaté természetes személy, akinek adatat adatkezel®
barmilyen okbdl kezeli; azonosithatd az a természetes személy, aki kdozvetlen vagy kdzvetett
modon, kilondsen valamely azonositd, példaul név, szam, helymeghatarozo adat, online
azonositd vagy a természetes személy testi, fiziologiai, genetikai, szellemi, gazdasagi,
kulturalis vagy szocidlis azonossagara vonatkozé egy vagy tébb tényezé alapjan
azonosithatd;

- adatkezelés: a személyes adatokon vagy adatallomanyokon automatizalt vagy nem
automatizalt médon végzett barmely miivelet vagy miveletek ésszessége, igy a gydijtés,
rogzités, rendszerezés, tagolas, tarolas, atalakitds vagy megvaltoztatas, lekérdezés,
betekintés, felhasznalds, kozlés, tovabbitas, terjesztés vagy egyéb modon torténd
hozzaferhetévé tétel Utjan, dsszehangolas vagy 6sszekapcsolas, korlatozas, torlés, illetve
megsemmisités;
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- adatfeldolgozd: az a természetes vagy jogi személy, kézhatalmi szerv, Ugynokseg vagy
barmely egyéb szerv, amely az adatkezel nevében személyes adatokat kezel,

- személyes adat: azonositott vagy azonosithaté természetes személyre (érintett) vonatkozé
barmely informacié; azonosithatd az a természetes személy, aki kdzvetlen vagy kézvetett
maodon, kiléndsen valamely azonositd, példaul név, szam, helymeghatarozé adat, online
azonositd vagy a természetes személy testi, fiziolégiai, genetikai, szellemi, gazdasagi,
kulturdlis vagy szocidlis azonossagara vonatkozoé egy vagy toébb tényezd alapjan
azonosithato;

- kilonleges adat: A faji vagy etnikai szarmazdasra, politikai véleményre, vallasi vagy
vilagnézeti meggybzddésre vagy szakszervezeti tagsagra utalé személyes adat, valamint a
természetes személyek egyedi azonositasat célzo genetikai és biometrikus adat, az
egészségligyi adat és a természetes személyek szexudlis életére vagy szexualis
iranyultsagara vonatkoz6 személyes adat

- az_adatkezelés korlatozasa: a tarolt személyes adatok megjeldlése jovobeli kezelésik
korlatozasa céljabdl;

- nyilvantartasi rendszer: a személyes adatok barmely médon — centralizalt, decentralizalt
vagy funkcionalis vagy foldrajzi szempontok szerint — tagolt dllomanya, amely meghatarozott
ismérvek alapjan hozzaférheto;

- adatvédelmi _incidens: a biztonsag olyan sérllése, amely a tovébbitott, tarolt vagy mas
modon kezelt személyes adatok véletlen vagy jogellenes megsemmisitését, elvesztéset,
megvaltoztatasat, jogosulatlan kozlését vagy az azokhoz valé jogosulatlan hozzaférést
eredményezi;

4. Az adatkezelés iranyelvei

A személyes adatok kezelését jogszerlien és tisztességesen, valamint az érintett szamara atlathato
mddon kell végezni.

A személyes adatok gylijtése csak meghatarozott, egyértelm( és jogszerii celbdl térténhet.

A személyes adatok kezelésének célja megfeleld és relevans legyen, és csak a szilkseges mértéki
lehet.

A személyes adatoknak pontosnak és naprakésznek kell lenniuk. A pontatlan személyes adatokat
haladéktalanul torélni kell.

A személyes adatok tarolasanak olyan formaban kell torténnie, hogy az érintettek azonositasat csak
szlkséges ideig tegye lehetévé. A személyes adatok ennél hosszabb ideig torténd tarolasara csak
akkor kerulhet sor, ha a tarolas kozérdek( archivalas céljabdl, tudomanyos és torténelmi kutatasi
célbol vagy statisztikai célbdl torténik.

A személyes adatok kezelését oly médon kell végezni, hogy megfelelé technikai vagy szervezési
intézkedések alkalmazasaval biztositva legyen a személyes adatok megfelelé biztonsaga, az
adatok jogosulatlan vagy jogellenes kezelésével, véletlen elvesztésével, megsemmisitésével vagy
karosodasaval szembeni védelmet is ideértve.

Az adatvédelem elveit minden azonositott vagy azonosithaté természetes személyre vonatkozé
informacié esetében alkalmazni kell.
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Az adatkezelest végzé foglalkoztatottak fegyelmi, kartéritési szabalysértési és blntetdjogi
feleldsséggel tartoznak a személyes adatok jogszer(i kezeléséért. Amennyiben a foglalkoztatott
tudomast szerez arr¢l, hogy az altala kezelt személyes adat hibas, hianyos, vagy idoszertitlen,
koteles azt helyesbiteni, vagy helyesbitését az adat régzitéséért felelés munkatarsnal
kezdeményezni.

Az Adatkezel6 ligyvezetdje hatarozza meg a foglalkoztatottak adatkezeléssel kapcsolatos feladatait.

5. Személyes adatok kezelése, az adatkezelés jogszeriisége

Az adatkezelésre Adatkezelénél az alabbi esetekben keriilhet sor:

- Az érintett hozzajarulasat adta személyes adatainak egy vagy tébb konkrét célbol torténs
kezeléséhez. Az érintett hozzajarulasanak mindsiil az érintett akaratanak onkéntes, konkrét
és megfeleld tajékoztatason alapuld és egyértelml kinyilvanitasa, amellyel az érintett
nyilatkozat vagy a megerositést félreérthetetlentll kifejez6 cselekedet utjan jelzi, hogy
beleegyezését adja az 6t érinté személyes adatok kezeléséhez. Hozzajarulasnak minéstil
az is, ha valamely felhasznélé az elektronikus szolgaltatasok igénybevétele soran erre
vonatkozo technikai bedllitasokat hajt végre, vagy olyan nyilatkozatot, illetve cselekedet tesz,
amely az adott dsszefliggésben az érintett személy hozzajarulasat személyes adatainak
kezelésehez egyértelmUen jelzi. (GDPR 6. cikk (1) bek. a) pont)

- Az adatkezelés olyan szerzddés teljesitéséhez sziikséges, amelyben az érintett az egyik fél,
vagy az a szerzOdés megkotését megelézden az érintett kérésére torténd lépések
megtételéhez szlikséges. (GDPR 6. cikk (1) bek. b) pont)

- Az adatkezelés az adatkezelére vonatkozd jogi kételezettség teljesitéséhez szikseges;
(GDPR 6. cikk (1) bek. c) pont)

- Az adatkezelés az érintett vagy egy méasik természetes szemeély létfontossagu érdekeinek
vedelme miatt szlikséges. (GDPR 6. cikk (1) bek. d) pont)

- Az adatkezelés az adatkezel6 vagy egy harmadik fél jogos érdekeinek érvényesitéséhez
szlkseges, kivéve, ha ezen érdekekkel szemben elsdbbséget élveznek az érintett olyan
érdekei vagy alapveté jogai és szabadsagai, amelyek személyes adatok védelmét teszik
szuksegessé. (GDPR 6. cikk (1) bek. f) pont)

Azon esetekben, amikor az Adatkezelé — kivételesen - a szemeélyes adatok kiilonleges kategoriait
is kezeli (pl. a foglalkoztatottak egészségligyi alkalmassdgara vonatkozé adatai, baleset
kivizsgalasa, szocialis juttatdsok feltételeinek vizsgalata, egészséglgyi jarvanyhelyzet kezelése,
stb) a fenti jogalapok egyikének a teljesiilése esetén az alabbi feltételek valamelyikének teljeslilése
is szilkséges:

- Az érintett kifejezett hozzajarulasat adta kiilénleges személyes adatai egy vagy tobb konkrét
célbdl tértend kezeléséhez. (GDPR 9. cikk (2) bek. a) pont)

- Az adatkezelés az adatkezelének vagy az érintettnek a foglalkoztatast, valamint a szocidlis
biztonsagot és szocidlis védelmet szabalyozé jogi elbirasokbol fakadd kotelezettségei
teljesitése és konkrét jogai gyakorlasa érdekében sziikséges. (GDPR 9. cikk (2) bek. b) pont)

- Az adatkezelés az érintett vagy mas természetes személy letfontossagu érdekeinek
veédelméhez szikséges, ha az érintett fizikai vagy jogi cselekvéképtelensége folytan nem
képes a hozzajaruldsat megadni; (GDPR 9. cikk (2) bek. ¢) pont)

- Az adatkezelés valamely politikai, vilagnézeti, vallasi vagy szakszervezeti céli alapitvany,
egyesllet vagy barmely mas nonprofit szervezet megfelelé garanciak mellett végzett
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jogszerl tevékenysége keretében torténik a GDPR-ban meghatarozott feltételekkel. (GDPR
9. cikk (2) bek. d) pont)

- Az adatkezelés olyan személyes adatokra vonatkozik, amelyeket az érintett kifejezetten
nyilvanossagra hozott; (GDPR 9. cikk (2) bek. e) pont)

- Az adatkezelés jogi igények elbterjesztéséhez, érvényesitéséhez, illetve védelméhez
szlikséges. (GDPR 9. cikk (2) bek. f) pont)

- Az adatkezelés unios jog vagy tagallami jog alapjan jelentdés kozérdek miatt sziikséges.
(GDPR 9. cikk (2) bek. g) pont)

- Az adatkezelés megel6z6 egészségugyi vagy munkahelyi egészségugyi célokbdl, a
munkavallalé munkavégzési képességének felmérése, orvosi diagnozis felallitasa,
egészseégligyi vagy szocidlis ellatds vagy kezelés nyujtasa, illetve egészseglgyi vagy
szocidlis rendszerek és szolgaltatasok iranyitasa érdekében szikséges. (GDPR 9. cikk (2)
bek. h) pont)

- Az adatkezelés a népegészséguigy terlletét érinté kozérdekbdl szikséges. (GDPR 9. cikk
(2) bek. i) pont)

- Az adatkezelés kdzérdek( archivalas céljabdl, tudomanyos és torténelmi kutatasi célbdl
vagy statisztikai célbdl szilkséges. (GDPR 9. cikk (2) bek. j) pont)

6. Az érintett személy hozzajarulasa, a hozzajarulas megadasanak
feltételei

Amennyiben az adatkezelés hozzajarulason alapul, az Adatkezel6nek képesnek kell lennie annak
igazolasara, hogy az érintett személyes adatainak kezeléséhez hozzajarult.

Az érintett hozzajarulasat 6nkéntesen adja, azaz szabad valasztasi lehetéséggel kell rendelkezzen
a hozzajaruldas megadasakor. Ezért ald- és folérendeltségi viszonyban (pl. munkaviszony,
kbzszolgdlati jogviszonyban) és az ahhoz kapcsolédé adatkezelésekkor, vagy ha az adatkezeles
szerzbdés teljesitéséhez szikséges az adatkezelés jogalapja nem lehet az érintett hozzajarulasa.
A tisztességes és atlathatd adatkezelés elve megkoveteli, hogy az érintett tajekoztatast kapjon az
adatkezelés tényérdl és céljairdl az adatkezelést megel6zden.

A hozzéajarulasnak kelléen konkrétnak kell lennie és megfelel6 tajékoztatason kell alapulnia, ezért
az érintettet az adatkezeld koteles megfelelé informacidkkal ellatni, amely tajékoztatdt az
Adatkezelé honlapjan kézzé kell tenni. Az informéacidkat szabvanyositott ikonokkal is ki lehet
egésziteni annak érdekében, hogy az érintett a tervezett adatkezelésrél jol Iathatd, kénnyen érthetd
és j6l olvashaté formaban altalanos tajékoztatast kapjon.

Abban az esetben, ha az adott jogviszonyra az aktualis tajékoztatd szévege nem alkalmazhato, az
adatkezeld az érintettet az aldbbiakrol tajékoztatja:
- az Adatkezel6 kiléte és elérhetdségei;
- aszemélyes adatok tervezett kezelésének célja, valamint az, hogy az adatkezelés az érintett
hozzajarulasan alapul
- azon természetes vagy jogi személyek kilétérdl, akivel vagy amellyel a szeméelyes adatot
kozolni fogjak.
- azon jogokat, amelyek az érintettet megilletik, kilondsen az adatkezeléshez adott
hozzajarulasanak visszavonasara vonatkozé jogait.

Ha az érintett a hozzajarulasat olyan nyilatkozat keretében adja meg, amely mas Ugyekre is
vonatkozik, a hozzajarulas iranti kérelmet ezektél a mas tgyektdl egyértelmlien megkilénbbztethetd
maédon kell kzdini.

Az érintett jogosult arra, hogy hozzajarulasat barmikor visszavonja. A hozzéjarulas visszavonasa
nem érinti a hozzajarulason alapuld, a visszavonas elétti adatkezelés jogszerliségét. A hozzajarulas
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megadasa elétt az érintettet errél tajékoztatni kell. A hozzajarulds visszavonasat ugyanolyan
egyszerl modon kell lehetévé tenni, mint annak megadasat.

7. Az érintett jogai
7.1. Atlathaté tajékoztatas

Az érintettnek joga, hogy az &t érinté adatkezelésekrél témér, atlathato, értheté és konnyen
hozzaférhetd formaban vilagosan és kézérthetéen megfogalmazva tajékoztatast kapjon. Ezért az
Adatkezeld minden adatkezeléssel is foglalkozé dolgozéjanak kelld informaciéval kell rendelkeznie,
hogy — amennyiben irasbeli tajékoztatas nem elérheté, vagy az nem ad az adott kérdésre valaszt,
vagy az érintettnek tovabbi kérdései lennének — az adatkezelésrél kielégité informaciot nyujtson.
Amennyiben a kérdés azonnal nem valaszolhaté meg vagy a kérdés elektronikus uton vagy irasban
érkezett, ugy az Adatkezel6 1 honapon beliil tajékoztatja az érintettet olyan formaban, ahogy az
erintett a kérdést feltette, kivéve, ha ezt az érintett mas modon kéri.

A tajekoztatas dijmentes, ezért dij nem szamithato fel.

Ha az Adatkezeld az érintettre vonatkozo személyes adatokat az érintettél gy(ijti, akkor legkésébb
az adatok megszerzésének idbépontjdban tajékoztatia a foglalkoztatottat/az (igyfelet
(6sszességében az érintettet) fészabalyként a jelen szabalyzat mellékletét képezé adatkezelési
tajékoztaté megismerhetbvé tételével.

Ha az Adatkezeld az érintettre vonatkozé személyes adatokat nem az érintettél gydijti, akkor az
adatok megszerzését kévetd 1 hénapon belll tajékoztatja az tigyfelet a fenti médon.

7.2. Hozzaférés joga

Az érintett jogosult arra, hogy az Adatkezel6tdl visszajelzést kapjon arra vonatkozoan, hogy
személyes adatainak kezelése folyamatban van-e, és ha ilyen adatkezelés folyamatban van,
jogosult arra, hogy a személyes adatokhoz hozzéférést kapjon. Az Adatkezelé koteles kérelem
eseten az adatkezelés targyat képezé személyes adatok masolatat az érintett rendelkezésére
bocsatani. Az érintett altal kért tovabbi masolatokért az Adatkezelé az adminisztrativ koltségeken
alapuld, észszerl mérték( dijat szamithat fel, amely magaban foglalja a masolas dijat, valamint a
postakoltséget. Ha az érintett elektronikus Uton nyuijtotta be a kérelmet, az informaciokat
elektronikus Uton (e-mail) kell rendelkezésre bocsatani, kivéve, ha az érintett masként keéri.

7.3. Helyesbitéshez valo jog

Az érintett jogosult arra, hogy kérésére az Adatkezeld indokolatlan késedelem nélkiil helyesbitse a
ra vonatkozo pontatlan személyes adatokat. Pl. névvaltozas, lakcimvaltozas bejelentése esetén.

7.4, Torléshez val6 jog

Az érintett jogosult arra, hogy kérésére az Adatkezel$ indokolatlan késedelem nélkiil tordlie a ra
vonatkozd személyes adatokat, az adatkezel6 pedig kételes arra, hogy az érintettre vonatkozo
személyes adatokat indokolatlan késedelem nélkil térdlje, ha az alébbi indokok valamelyike fennall:
- a személyes adatokra mar nincs szilkség abbdl a célbdl, amelybdl azokat az Adatkezel6
kezelte
- az érintett visszavonja az adatok kezelésére vonatkozé hozzajarulasat, és az
adatkezelésnek nincs mas jogalapja;
- igazolhato, hogy az Adatkezelé a személyes adatokat jogellenesen kezeli
- aszemeélyes adatok torlését jogszabaly el6irja
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Ha az Adatkezel6 barmilyen médon — pl. internetes honlapjan - nyilvanossagra hozta a személyes
adatot, és azt a fentiek értelmében tordini koteles, az Adatkezeld a lehetdségeihez képest megteszi
az észszerlen elvarhato lépéseket - ideértve technikai intézkedéseket annak érdekében, hogy
tajékoztassa az adatokat kezelé tovabbi adatkezeléket, hogy az érintett kérelmezte t6llk a szdéban
forgd személyes adatokra mutaté linkek vagy e személyes adatok masolatanak, illetve
masodpéldanyanak torlését.

7.5. Adatkezelés korlatozasahoz valé jog

Az érintett jogosult arra, hogy kérésére az Adatkezel$ korlatozza az adatkezelést, ha az alabbiak
valamelyike teljesil:

- az érintett vitatia a személyes adatok pontossdgat, ez esetben a korlatozas arra az
idétartamra vonatkozik, amely lehetévé teszi, hogy az Adatkezeld ellenérizze a személyes
adatok pontossagat;

- az adatkezelés jogellenes, és az érintett ellenzi az adatok torlését, és ehelyett kéri azok
felhasznalasanak korlatozésat;

- az Adatkezelének mar nincs sziksége a személyes adatokra adatkezelés ceéljabdl, de az
érintett igényli azokat jogi igények eléterjesztéséhez, érvényesitéséhez vagy védelméhez;

- az érintett tiltakozott az adatkezelés ellen; ez esetben a korlatozas arra az idétartamra
vonatkozik, amig megallapitasra nem kerll, hogy az Adatkezelé adatkezelést igazold jogos
indokai elsébbséget élveznek-e az érintett jogos indokaival szemben.

Ha az adatkezelés korlatozas ald esik, az ilyen személyes adatokat a tarolas kivételével csak az
érintett hozzajarulasaval, vagy jogi igények eléterjesztéséhez, érvényesitéséhez vagy védelméhez,
vagy mas természetes vagy jogi személy jogainak védelme érdekében vagy fontos kdzérdekébdl
lehet kezelni.

Amennyiben az Adatkezel6 a korlatozast feloldja, mivel annak okai mar nem alinak fenn, az érintettet
az adatkezelés korlatozasanak feloldasarodl elbézetesen tajekoztatja.

7.6. Adathordozhatésaghoz valo jog

Az érintett jogosult arra, hogy a ra vonatkozé, altala az Adatkezelé rendelkezésére bocsatott
személyes adatokat kézismert médon tagolt, géppel olvashaté formatumban megkapja, tovabba
jogosult arra, hogy ezeket az adatokat egy masik adatkezelének tovabbitsa.

7.7. Tiltakozashoz valo6 jog

Az érintett jogosult arra, hogy a sajat helyzetével kapcsolatos okokbdl barmikor tiltakozzon
személyes adatainak az Adatkezel6 jogos érdekén alapulé adatkezelés ellen. Ebben az esetben az
Adatkezel6 a személyes adatokat nem kezelheti tovabb, kivéve, ha bizonyitja, hogy az adatkezelést
olyan kényszeritd erejl jogos okok indokoljak, amelyek elsébbséget élveznek az érintett érdekeivel,
jogaival és szabadsagaival szemben, vagy amelyek jogi igények eléterjesztésehez,
érvényesitéséhez vagy védelméhez kapcsolédnak.

7.8. Az adatkezeléssel kapcsolatos jogérvényesitési lehetéség

Nemzeti Adatvédelmi és Informaciészabadsag Hatdsag
Postacim: 1363 Budapest, Pf.: 9.

Cim: 1055 Budapest, Falk Miksa utca 9-11.

Telefon: +36 (1) 391-1400

Fax: +36 (1) 391-1410

E-mail: ugyfelszolgalat (kukac) naih.hu
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URL https://naih.hu
Koordinatak: E 47°30'36.8"; K 19°02'54.2"

Az érintett a jogainak megsértése esetén az Adatkezelével szemben birésaghoz is fordulhat. A
birosag az Ugyben soron kivil jar el. A pert az érintett - valasztasa szerint - a lakéhelye vagy
tartézkodasi helye szerint illetékes térvényszék elétt is megindithatja.

Az érintetti jogok gyakorlasanak egyes feltételeit és pontosabb szabalyait a GDPR részletesen
tartalmazza.

8. Az adatkezeld feladatai

Az Adatkezel6 megfeleld és hatékony intézkedéseket hajt végre a személyes adatok biztonsagos
és szabalyszer(i kezelése érdekében, valamint azért, hogy képes legyen igazolni azt, hogy az
adatkezelési tevékenységek a hatalyos jogszabalyoknak megfelelnek.

Az adatkezelés soran alkalmazandd szabalyokat az Adatkezeld az adatkezelés jellegének,
hatokorének, korlilményeinek és céljainak, valamint a természetes személyek jogait és
szabadsagait érint6 kockazatnak a figyelembevételével, a GDPR szabalyai szerint alakitotta ki.

8.1. Jogszeriiség, tisztességes eljaras és atlathatésag biztositasa

Az Adatkezeld minden dolgozéjanak és munkatarsanak kételessége az adatvédelem szabalyainak,
kUlénésen jelen szabalyzatnak a megismerése. Ezért az Adatkezelé altal foglalkoztatottak évente
oktatason vesznek részt, melynek szervezése az Ugyvezetd feladata. Az adatkezelést végzd
foglalkoztatott munkahelyi vezetéje az oktatdson vald rendszeres részvételt koteles figyelemmel
kisérni.

Az Adatkezel6 a személyes adatok kezelésérdl készitett tajékoztatokat minden érintett részére
elérhetové teszi abbdl a célbdl, hogy megismertesse az érintetteket személyes adataik kezelésének
céljarol, modjardl, kérulményeirdl, az adatkezelés kévetkezményeirél és garanciairdl.

A tajékoztatast minden esetben vildgosan és kozérthetden kell az érintett felé megfogalmazni.

Az adatkezelés folyaman az emberi méltosag tiszteletben tartasaval kell eljarni.

Minden adatkezelést és adatkezeléshez fiizé6dé cselekményt tgy kell dokumentalni — fuggetlendl,
hogy az papiralapon, vagy elektronikusan torténik -, hogy ezen cselekmények utélag is
rekonstrualhatok legyenek az adatok megérzésének hataridején beliil.

8.2. Célhoz kotottség megvaldsitasa

Minden, az Adatkezel§ tevékenységébe tartozoé Uj folyamatot, mely személyes adatok kezelésével
is jar, a tevékenység megkezdését megelézéen adatvédelmi szempontbol is gondosan meg kell
vizsgalni, az adatkezelés folyamatat meg kell tervezni. Ezen feladat az ugyvezetd (vagy az altala
kijelolt személy) feleléssége. Ezzel osszefluggésben az lgyvezetd feleléssége, hogy az Uj
tevékenység/feladat elldtasat megelézéen a folyamatokba az altala kijelolt felelés személyt is
bevonja.

A vizsgélatot oly médon kell végezni, hogy az utélag is dokumentalhaté médon igazolja, hogy az
Adatkezelb az adatkezelés céljat figyelembe véve felmérte a feladat ellatashoz szlikséges adatkort
és az adatkezelés érintettre gyakorolt hatasait (hatasvizsgalat). A cél nélkiili adatkezelés tilos!

Az adatkezelés céljanak meghatarozasa, soha nem lehet altalanos jellegti vagy valétlan.

8.3. Adattakarékossag hatékony megvalésitasa

Az adatkezelés megkezdése elétt az Adatkezeldnek meg kell vizsgélnia, hogy szikséges-e
egyaltalédn szemelyes adatokat kezelni az (izleti cél megvaldsitasahoz.
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Kizarélag annyi és olyan személyes adat kezelhetd, ami szilkséges és egyben elégséges az
adatkezelés céljanak eléréséhez. A kezelt adatok sziikségszerliségét folyamatosan ellendrizni kell.
Ezt a feladatot is az Ugyvezetd altal kijelolt feleldés személy latja el.

Amint az adatkezelés célja megvaldsult, fészabalyként a személyes adatokat azonnal toréini kell,
illetve anonimizalni, feltéve, ha jogszabaly nem irja el6 a tovabbi adattarolast, vagy nem merul fel
tovabbi adatkezelési cél, amely megfelel a célok kozotti Osszeegyeztethetdségnek. Ennek
megallapitasahoz a feladat elvégzéséért felelds vezetdé megvizsgalja a személyes adatok
gyljtésének korabbi és jovébeli céljait, kérilményeit, az adatok jellegét (az adatok kulénleges
kategoriairdl beszéliink vagy sem), az adatkezelés kovetkezményeit és garanciait.

8.4. Pontossag megvalésitasa

A kezelt adatoknak mindig id6szer(inek és naprakésznek kell lennie. Az adatok folyamatos frissitése
a feladatot végz6 adatkezeld feladata és feleléssége.

A foglalkoztatottak és az Ugyfelek személyes adatainak felvételénél és rogzitésénél kiemelt
figyelmet kell forditani a preciz munkara. Az adatbazisok karbantartdsat és naprakészségét
folyamatosan biztositani kell.

A személyes adatok pontositasara iranyul6 kérelem esetén az adatokat haladéktalanul, legkés6bb
1 honapon beltl modositani kell a valés adatoknak megfeleléen. Amennyiben a személyes adatok
pontositasara iranyulé kérelem nem a valds adatok nyilvantartasat célozza, ugy az erre iranyulo
kérelmet ezen hataridén belll el kell utasitani az elutasitas indokanak feltintetésével. A kérelem
elbiralasaig az adatkezelést a helyesbitendé adatok vonatkozasaban az Adatkezel6 korlatozza,
azaz a tarolt személyes adatokat megjeldli és ezen adatokon az adathelyesbités vegrehajtasaig
vagy elutasitasaig adatkezelési milveleteket nem végez.

8.5. Korlatozott tarolhatésag megvalositasa

Az Adatkezel6 mindent megtesz annak érdekében, hogy az érintett személyes adatait csak az
adatkezelés céljanak eléréséig szukséges ideig tarolja. Azaz, ha megszint az adatkezelés célja
vagy mar nincs szlikség arra, hogy az Adatkezel6 az érintettet azonositsa, akkor az adatait torli,
kivéve, ha jogszabaly mashogy rendelkezik vagy a korabbi adatkezelés céljaval dsszefliggd okbdl
az adatkezelés mas cél elérése érdekében szikséges.

8.6. Integritas és bizalmas jelleg megvalésitasa

Az Adatkezel® mindent megtesz annak érdekében, hogy az éltala kezelt személyes adatokat
megovja minden kilsé és nem vart hatastél, amely az adatok véletlen vagy jogellenes
megsemmisitését, elvesztését, megvaltoztatdsat, jogosulatlan kozlését vagy az azokhoz valo
jogosulatlan hozzaférést eredményezheti.

Az Adatkezel6 a nyilvantartas rendszerének felépitése, a jogosultsagok meghatarozasa, és egyéb
szervezeti intézkedések Utjan gondoskodik arrél, hogy a nyilvantartasaiban szereplé adatokat csak
azok a munkavallalok, és egyéb az Adatkezel6k érdekkorében eljard személyek ismerhessék meg,
akiknek erre munkakorik, feladatuk ellatasa érdekében sziikségik van.

Ennek érdekében minden dolgozénak kotelessége az informatikai biztonsagi szabalyzat
eléirasainak betartasa és betartatdsa. (jelszavak rendszeres cseréje, meghatarozott weblapok
kerllése, ismeretlen forrast e-mailek megnyitasanak tilalma, stb)

Minden dolgozénak kotelessége tovabba a személyes adatokat tartalmazé papir alapu iratok
fokozott védelme, zart szekrényben torténé tarolasa. Az Ugyfélfogadast végzé adatkezel6k
kotelesek gondoskodni arrél, hogy az ugyfélfogadas alkalmaval arra jogosulatlan személyek
személyes adatokat illetéktelenul ne tekinthessenek meg, azokhoz semmilyen modon ne férjenek
hozza.
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Az Adatkezel informatikai feladatokért felelés megbizottja folyamatosan figyelemmel kiséri az
egyes feladatokat ellaté munkatarsak szamitogépes halézathoz valé hozzaférésének jogosultsagait,
arrél naprakész nyilvantartast vezet.

Személyes adatok elektronikus tarolasa kizarélag a megfelelé védelemmel ellatott szervereken
lehetséges. Azok mobil adattaroldkra (CD, DVD, pendrive, kilsé adattarold, stb.) térténo kiirasa,
mentése szigoruan tilos!

Minden foglalkoztatott kotelessége, hogy a barmilyen médon tudomasara juté valészinlsithetd
adatvédelmi incidenst - annak sllyossagatol vagy bizonyossagatél fiiggetleniil — az ugyvezetének
haladéktalanul, de legkésébb a tudomasra jutastdl szamitott 2 éran beldl jelezze. Az incidens
kivizsgalasa és sziikség esetén hataridében térténé bejelentése, valamint az egyéb szikséges
intézkedeések megtétele az ligyvezets feleléssége.

E szabalyzat alapjan az Adatkezelé az egyéb belsd szabalyzatait felllvizsgalja és szikség esetén
naprakésszé teszi.

Az Adatkezeld megfelel6 nyilvantartast vezet a hataskére alapjan végzett adatkezelési
tevékenysegekrél. Kételes a felugyeleti hatésaggal egyiittmiikddni és ezeket a nyilvantartasokat
kérésre hozzaférhetévé tenni az érintett adatkezelési miiveletek ellenérzése érdekében.

9. Az érdekmérlegelés

Ha az adatkezelés az adatkezelé vagy egy harmadik fél jogos érdekeinek ervényesitéséhez
szilkséges, az Adatkezelének kell bizonyitania, hogy érdekei elsObbséget élveznek az érintett
érdekeivel vagy alapvet jogaival és szabadsagaival szemben.

Az Adatkezelbnek az altala meghatarozott jogos érdekhez képest kell megfeleléen kivalasztania azt,
hogy milyen célbdl, mennyi ideig, milyen személyes adatokat kezel, és milyen garancialis
intézkedéssel biztositia azt, hogy az adatkezelés csak szikséges mértékben és aranyosan
korlatozza az érintettek jogait.

Az erdekmérlegelés jogalapjanak az alkalmazasat az Adatkezel8nek minden esetben irasban kell
dokumentalnia. (érdekmérlegelési teszt)

Az érdekmerlegelési teszt annak bemutatdsara iranyul, hogy az Adatkezeld megfeleléen
azonositotta a jogos érdeket, és erre alapozva olyan alapon végzi az adatkezelést, amely nem jelent
aranytalan korlatozast az érintett érdekeire, jogaira és szabadsagaira nézve.

Az Adatkezel6 altal alkalmazott érdekmérlegelési teszt vizsgalando pontjai:
1. Az adatkezelés leirasa
2. Az adatkezel6 jogszer(i érdekeinek értékelése
3. Az adatkezelés érintettre gyakorolt hatasanak leirasa (személyes adatok jellege, az érintett
ésszerl elvarasai, az érintett statusza)
4. Az érintett jogainak védelme érdekében tett intézkedések (biztositékok) meghatarozasa
5. Elszamoltathatésag és atlathatésag biztositasanak modja

10. A hatasvizsgalat

Ha a tervezett adatkezelés valdszinUsithetéen magas kockazattal jar a természetes személyek
jogaira és szabads&gaira (az Erintett érdekeire) nézve, akkor az Adatkezelé az adatkezelést
megel6zGen hatasvizsgalatot végez arra vonatkozéan, hogy a tervezett adatkezelési miveletek a
személyes adatok védelmét hogyan érintik.

Az adatvédelmi hatasvizsgalat elvégzésérél az ligyvezetd kotelessége intézkedni.

Az adatvédelmi hatasvizsgélatot kiildndsen az alabbi esetekben kell elvégezni:
- természetes személyekre vonatkozé egyes személyes jellemzék moédszeres és kiterjedt
ertékelése — kiilondsen automatizalt adatkezelés - esetében
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- a személyes adatok kulénleges kategdridira vonatkozd adatok nagy szamban térténd
kezelése esetében (pl. egészségligyi adatok nagy szama)

- nyilvanos helyek nagymeértékl, modszeres megfigyelése esetében (pl. kamerarendszer
telepitése).

A felugyeleti hatésag altal meghatarozott esetekben koételezé az adatvédelmi hatasvizsgalatot
elvégezni. A kételezd hatasvizsgalatok listaja a https:/naih.hu/files/GDPR 35 4 lista HU mod.pdf
lapon elérhetd.

A hatasvizsgalat kiterjed legalabb az alabbiakra:

- a tervezett adatkezelési mliveletek modszeres leirasara és az adatkezelés céljainak
ismertetésére, beleértve adott esetben az adatkezel altal érvényesiteni kivant jogos érdeket

- az adatkezelés céljaira figyelemmel az adatkezelési miveletek szikseégessegi és
aranyossagi vizsgalatara

- az érintett jogait és szabadsagait érintd kockazatok vizsgalatara

- a kockazatok kezelését célz6 intézkedések bemutatasara, ideértve a személyes adatok
védelmét és az e rendelettel valé Osszhang igazolasat szolgalo, az érintettek €s mas
szemeélyek jogait és jogos érdekeit figyelembe vevé garanciakat, biztonsagi intézkedéseket
és mechanizmusokat.

A hatasvizsgalat elvégzését kovetden szilkség szerint, de legalabb az adatkezelési muveletek altal
jelentett kockazat valtozasa esetén gondoskodni kell a hatasvizsgalat felllvizsgalatardl, mely soréan
a kockazatok értékelését Ujra el kell végezni. A kockazatok felllvizsgalatat legalabb 3 évente végre
kell hajtani.

Tovabba a személyes adatok kezelésével kapcsolatosan az Ugyvezetd kotelezetisége a
kockazatelemzés, amelynek |épései az alabbiak:
- aszemélyes adatok kezelésével kapcsolatos kockazatok azonositasa,
- kockazati lista felallitasa,
- az egyes kockazatok valészinlsitheté f6 okainak és varhaté negativ hatasainak
meghatarozasa, majd
- ezek alapjan a preventiv és a korrektiv kockazatkezelési folyamatok kidolgozasa.

Szlikséges a kockazatforrasok feltarasa, melyen bellil meg kell hatarozni a kockazati preventiv es
korrektiv célkezelés elemeit, az eréforras-kezelés rendszerét, tovabba el kell kildniteni az objektiv
és szubjektiv kockazati elemeket.

Az elemzés soran el kell jutni a teljes kockazatértkelési rendszer kialakitasaig. Meg kell allapitani a
kockazatforrasokat, értékelni kell a lehetséges kockazatokat valdszinliség és értékelés
szempontjabol is. Az elemzés menetét és eredményeit irasba kell foglalni.

Kockazatforrasok:
- mudszaki hiba
- természeti katasztrofa
- emberi tevékenység: gondatlan, vagy szandékos karokozas

Valészinliség szempontja szerint:
- nagyon kicsi (szinte soha nem fordul elé)
- kicsi (nagyon ritkan fordul elé)
- kozepes (tobbszér eléfordul)
- nagy (naponta — vagy még gyakrabban) tébbszér eléfordul

Erékelés szempontjabél:
- elhanyagolhaté (nem jar anyagi, erkolcsi veszteséggel)
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- kicsi (minimalis anyagi, erkolcsi vesztességgel jar)
- kozepes (elviselhett vesztességgel jar)
- nagy (nagy anyagi veszteséggel jar, szolgalati, hivatali titok)

11. El6zetes konzultacio

Abban az esetben, ha az elvégzett adatvédelmi hatasvizsgalat megallapitia, hogy az adott
adatkezelési folyamat valésziniisithetéen magas kockazattal jar, akkor az Adatkezeld az
adatkezelési folyamata megkezdését megel6z8en konzultaciét kezdeményezhet a Hatésaggal.

A konzultaci6 sordn az Adatkezel6 tajékoztatia a Hatdsagot az adatkezelésben részt vevé
adatkezeld, kézos adatkezeldk és adatfeldolgozdk feladatkéreirél, a tervezett adatkezelés céljairdl
és modjairdl, az érintettek jogainak és szabadsagainak védelmében hozott intézkedésekroél, az
adatvédelmi hatasvizsgalat eredményérél.

12. Az adatvédelem szervezete
12.1. Az lGgyvezetés

A Tarsasag Ugyvezetése a Tarsasag sajatosségainak figyelembevételével meghatarozza az
adatvedelem szervezetét, az adatvédelemre, valamint az azzal Osszeflggd tevékenységre
vonatkoz6 feladat- és hataskoroket, és kijeldli az adatkezelés feliigyeletét ellatd szemely(eke)t.

A Szabalyzatban elgirtak betartatasaért a feladatkérében minden munkavallalé felelés.

A Tarsasag munkavallaléi és munkatérsai a munkajuk soran gondoskodnak arrél, hogy jogosulatlan
személyek ne tekinthessenek be személyes adatokba, tovabba arrdl, hogy a személyes adat
tarolasa, elhelyezése ugy kertiljon kialakitasra, hogy az jogosulatlan személy részére ne legyen
hozzaférheté, megismerhetd, megvaltoztathatd, megsemmisithetd.

A Tarsasag adatvédelmi szervezetének felligyeletét az (igyvezetés latja el.

Az ugyvezetés adatvédelemmel kapcsolatos feladatai, amelyet részben delegalhat, a kévetkezék:

- felelés az érintettek GDPR-ban, Infotv-ben meghatarozott jogainak gyakorlasahoz
szukséges feltételek biztositasaért:

- felelSs a Tarsasag altal kezelt személyes adatok védelméhez szilkséges személyi, targyi
és technikai feltételek biztositasaért;

- felel6s az adatkezelésre iranyul6 ellenérzés soran esetlegesen feltart hianyossagok vagy
jogszabalysertd kérulmények megszintetéséért, a személyi felelésség megallapitasahoz
szukséges eljaras kezdeményezéséért, illetve lefolytatasaért;

- vizsgélatot rendelhet el;

- kiadja a Tarsasag adatvédelemmel kapcsolatos bels® szabalyait;

- szervezi és koordinalja a munkavallalok, és kifejezetten az informatikus munkavallalék
adatvédelemmel, informaciobiztonsaggal kapcsolatos munkajat; tovabbéa

- minden, az adatvédelemmel kapcsolatban felmeriilt kérdés megoldasa.

12.2. Az adatvédelmi tisztviseld

Az adatvédelmi tisztvisel6 adatvédelemmel kapcsolatos feladatai:

- segitseget nylijt az érintettek jogainak biztositasaban;

- jogosult a jelen Szabalyzat betartasat az egyes szervezeti egységeknél ellenérizni:

- figyelemmel kiséri az adatvédelemmel és informaciészabadsaggal kapcsolatos
jogszabalyvaltozasokat, ezek alapjan indokolt esetben kezdeményezi a jelen Szabalyzat
médositasat;

- kozremUkodik a NAIH-tol a Tarsasaghoz érkezett megkeresések megvalaszolasaban és
a NAIH altal kezdeményezett vizsgalat, illetve adatvédelmi hatésagi eljaras soran:

Adatvédelmi és adatkezelési szabdlyzat - 15 / 38 oldal



altalanos allasfoglalas megadasa céljabol megkeresést fogalmaz meg a NAIH fele,
amennyiben egy felmerult adatvédelmi kérdés jogertelmezes utjan egyértelmien nem
valaszolhatd meg;

tajékoztatast és szakmai tanacsot ad a Tarsasag adatvédelmi jogszabalyokban eldirt
kotelezettségeinek ellatasaval kapcsolatban;

kérésre ellenérzi az adatvédelmi jogszabalyoknak, valamint a Tarsasag belsé
szabalyzatainak valé megfelelést, ideértve a feladatkorok kijeldlését, az adatkezelési
miiveletekben résztvevé személyek tudatossagnovelését és kepzését, valamint a
kapcsolddo auditokat is;

kérésre szakmai tanacsot ad az adatvédelmi hatasvizsgalatra vonatkozéan, valamint
nyomon koveti a hatasvizsgalat elvégzését;

egylttmUkédik a NAIH-hal;

az adatkezeléssel dsszefliggé Ugyekben kapcsolattarté pontként szolgal a NAIH felé,
valamint barmely egyéb kérdésben konzultaciot folytat le a Hatésaggal.

12.3. Megbizott Informatikai karbantarté (Informatikai feladatokkal megbizott munkatars)

A Tarsasag informatikaért felelés munkavallaléjanak adatvédelemmel kapcsolatos feladatai, - ezek
a feladatok részben vagy egészben kiszervezhetdk -, a kdvetkezdk:

ellatja a munkakori leirasaban meghatarozott rendszergazdai feladatokat;

ellatia az informatikai fejlesztésekkel, beszerzésekkel kapcsolatos feladatokat, tugyelve a
beszerzések racionalizalasara, kompatibilitasara;

kdzrem(kodik az adatkezel6k egyéni kddjanak, jelszavanak, jogosultsaganak beallitasaban
azon szerverek tekintetében, amelyekre adminisztratori jogosultsaggal rendelkezik;
hasznalatba allitas elétt ellatja a szoftverek és hardverek rendszerbe allitasat (telepitesét);
a szervereken tarolt adatok vonatkozasaban gondoskodik a kezelt adatok jogosultak ltali
hozzaférésérdl, modositasardl, illetéleg gondoskodik a tarolt adatok megsemmisilésének
megakadalyozasardl;

igény esetén kozremikodik a szamitégépen/szerveren tarolt adatok eseteben a megadott
szempontu adatszolgaltatasban;

elvégzi a szervereken tarolt adatok biztonsagi mentését, naplozasat;

virusfertézottség esetén elvégzi a fertézott informatikai eszkoz virusmentesitéset;

szlikség szerint ellatja a szamitogépek és a haldzat karbantartasat, gondoskodik a szerverek
Uzemszer( mikddésérdl,

ellatia az informatikai eszk6zok szervizelésével kapcsolatos feladatokat, amennyiben
megoldhato szakszerviz segitsége nélkul;

lzemzavar esetén elvégzi az informatikai rendszerek Ujra inditdsat, a halézat
alkalmazésainak és adatainak a visszatoltését;

folyamatosan Gizemelteti a szamitégépes haldzatot;

igény esetén segitséget nyljt az adatkezeldknek a szamitastechnikai alkalmazasok
hasznalatanal és az adatbazisok kezelésénél;

hozzajarulasat adja valamennyi munkavallalé szerverhozzaférési jogosultsagahoz;

elldtja az Informatikai Biztonsagi Szabalyzatban meghatarozott feladatokat, biztositja az
abban foglaltak teljesitését.

12.4. Az adatkezel6 (alkalmazott)

- Kezeli a feladatkorébe tartozé adatokat, mas adatot csak helyettesités esetén kezelhet, vezeti

a nyilvantartasokat.
- A jogszabaly altal felhatalmazott személynek vagy szervezetnek adatot szolgaltat.
- Vezeti (kezeli) az adat-, valamint az adatszolgaltatasi nyilvantartast.
- Megérzi a tudomasara jutott adatot.
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- Gondoskodik arrél, hogy az altala vezetett nyilvantartas adataihoz illetéktelen személy ne
férhessen hozza, lgyel a nyilvantartas biztonsagos tarolasara.

- Betartja az adatkezelésre, adatvédelemre és az adatbiztonsagra vonatkozoé rendelkezéseket.

- Haladektalanul jelzi az informatikusoknak a szamitastechnikai eszkézdk barminem
meghibasodasat, illetéleg az adatallomany kezelhetéségében bekévetkezd problémat.

-Az adatkezeld koteles a kozvetlen vezetdjét tajékoztatni minden olyan eseményrél, mely
esetben 6t jogszer(tlen adatkezelésre kérték fel, utasitottak, illetve a sajat rendszerében
barmilyen egyéb illetéktelen adathozzaférést, vagy adatkezelést tapasztait.

13. Adatfeldolgozéi tevékenység

Adatfeldolgozénak mindsil az a természetes vagy jogi szemely, kézhatalmi szerv vagy barmely
egyéb szerv, amely az adatkezels nevében személyes adatokat kezel.

Az adatfeldolgozasra vonatkozd szerzddést irasba kell foglalni.

Az adatfeldolgozasi szerzédés legalabb az alabbi rendelkezéseket tartalmazza:

(a) a személyes adatokat kizardlag az adatkezeld irasbeli utasitasai alapjan kezeli — beleértve a
szemelyes adatoknak valamely harmadik orszag vagy nemzetkdzi szervezet szamara valo
tovabbitasat is —, kivéve akkor, ha az adatkezelést az adatfeldolgozéra alkalmazando uniés
vagy tagallami jog irja el6; ebben az esetben errél a jogi elGirasrol az adatfeldoigozé az
adatkezel6t az adatkezelést megelézéen értesiti, kivéve, ha az adatkezelé értesitését az
adott jogszabaly fontos kézérdekbél tiltja;

(b) biztositia azt, hogy a személyes adatok kezelésére feljogositott személyek titoktartasi
kotelezettséget vallainak vagy jogszabalyon alapulé megfelelé titoktartasi kdtelezettség alatt
allnak;

(c) meghozza az adatkezelés biztonsaga tekintetében eldirt intézkedéseket:

(d) tiszteletben tartia a tovabbi adatfeldolgozé igénybevételére vonatkozé rendelkezésekben
emlitett feltételeket;

(e) az adatkezelés jellegének figyelembevételével megfeleld technikai és szervezési
intézkedésekkel a lehetséges mértékben segiti az adatkezelét abban, hogy teljesiteni tudja
kotelezettségét az érintett jogainak gyakorlasahoz kapcsolodo kérelmek megvalaszolasa
tekintetében;

(f) segiti az adatkezel6t az adatkezelés biztonsagara, adatvédelmi incidens bejelentésére, az
adatvédelmi hatasvizsgalat és elézetes konzultacio lefolytatasara vonatkozd kételezettségek
teljesitésében, figyelembe véve az adatkezelés jellegét és az adatfeldolgozo rendelkezésére
allé informacidkat:

(9) az adatkezelési szolgaltatas nyujtasanak befejezését kivetéen az adatkezeld déntése alapjan
minden személyes adatot torél vagy visszajuttat az adatkezelének, és térli a meglévd
masolatokat, kivéve, ha az uniés vagy a tagallami jog az szemelyes adatok tarolasat irja el6;

(h) az adatkezel6 rendelkezésére bocsat minden olyan informaciét, amely az adatfeldolgozas
tekintetében meghatarozott kotelezettségek teljesitésének igazoldsahoz szikséges,
tovabba amely lehetévé teszi és el6segiti az adatkezeld altal vagy az altala megbizott mas
ellendr altal végzett auditokat, beleértve a helyszini vizsgalatokat is.

Az adatfeldolgozokkal koétendé megallapodas mintapéldanyat jelen szabalyzat melléklete
tartaimazza.

Az igénybe vett adatfeldolgozok felsorolasat és adatait a Tarsasag altal naprakészen vezetett
adatfeldolgozo6i nyilvantartas tartalmazza.

A Térsaséag a tevékenysége soran adatfeldolgozoként nem jar el.
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14. Az adatkezelési tevékenységek nyilvantartasa

Az Ugyvezeté altal az adatvédelmi feladatokkal megbizott munkatars vezeti az adatkezelési
tevékenységek nyilvantartasat (Adatkezelési Tevékenységek Nyilvantartasa). Az Adatkezelési
Tevékenységek Nyilvantartasa valamennyi, az Adatkezel6 altali adatkezelés esetén tartalmazza:

al az adatkezelés céljat,

b/ az adatkezelés jogalapjat,

c/ az érintettek koret,

d/ az érintettekre vonatkoz6 személyes adatok kategoriait,

e/ az adatok kezelésének id6tartamat vagy az adattoriés ideje megallapitasanak szempontjait;
f/ a tovabbitott adatok fajtajat, cimzettjét és a tovabbitas jogalapjat, ideértve a harmadik

orszagokba iranyuld, valamint nemzetkdzi szervezethez térténd adattovabbitasokat és azok
garanciainak leirasat is,

g/ az adatfeldolgozo nevét és cimét, a tényleges adatkezelés, illetve az adatfeldolgozas helyet
és az adatfeldolgozénak az adatkezeléssel 6sszeflggd tevékenyseget,

h/ az adatkezeld, valamint kozos adatkezelés esetén a kdzds adatkezeldk megnevezését és
elérhetéségét,

il az adatvédelmi tisztvisel6 nevét és elérhetdségét, (amennyiben ilyen van Adatkezelénél)

il ha lehetséges, az adatbiztonsagi intézkedések altalanos leirasat,

Az Adatkezelési Tevékenységek Nyilvantartasanak célja az Adatkezeld, mint adatkezeld
adatkezelési tevékenysége atlathatdosaganak biztositasa, és ezzel az esetleges felesleges,
parhuzamos adatkezelések elkertilése.

Az Adatkezeld Ugyvezetdje az Adatkezelési Tevékenységek Nyilvantartasaba valé betekintést — a
Hatdsag képviseléin kivil — az Adatkezeld vezetdi és adatkezelést végzo foglalkoztatottjai, tovabba
a kozos adatkezelést érintd rész tekintetében a kozés adatkezelé részére biztositja.

Az Adatkezelési Tevékenységek Nyilvantartasaba bejelentett adatok valtozasat, vagy az
adatkezelés megszlinését az adatkezelésért felelés 5 munkanapon belll kételes jelezni az
Ugyvezetdnek, aki ennek megfeleléen — indokolt esetben - médosittatja az adatvédelmi feladatokkal
megbizott munkatarssal az Adatkezelési Tevékenységek Nyilvantartasanak adatait.

15. Adatbiztonsag

Az Adatkezelé gondoskodik az adatok biztonsagardl. Ennek érdekében megteszi a szikséges
technikai és szervezési intézkedéseket mind az informatikai eszkdzok utjan tarolt, mind a
hagyomanyos, papiralapt adathordozékon tarolt adatallomanyok biztonsagos kezelése és tarolasa
tekintetében.

Az Adatkezelé gondoskodik arrél, hogy a vonatkozd jogszabalyokban el6irt adatbiztonsagi
szabalyok érvényesuljenek. Az Adatkezelé gondoskodik az adatok biztonsagardl, megteszi azokat
a technikai és szervezési intézkedéseket és kialakitja azokat az eljarasi szabalyokat, amelyek az
iranyadé jogszabalyok, adat- és titokvédelmi szabalyok érvényre juttatasahoz szlkségesek.

Az Adatkezelé az adatokat megfeleld intézkedésekkel védi a jogosulatlan hozzaféres,
megvaltoztatas, tovabbitas, nyilvanossagra hozatal, torlés vagy megsemmisités, valamint a veletlen
megsemmisiilés és sérilés, tovabba az alkalmazott technika megvaltozasabél fakado
hozzaférhetetlenné valas ellen.

Az Adatkezelé az adatbiztonsag feltételeinek érvényesitése érdekében gondoskodik az érintett
munkatarsak megfelel6 felkészitésérdl.

Az Adatkezeld az adatok biztonsagat szolgalé intézkedések meghatarozasakor és alkalmazasakor
tekintettel van a technika mindenkori fejlettségére. Az Adatkezel6 tobb lehetséges adatkezelési
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megoldas kozul azt valasztja, amely a személyes adatok magasabb szintli védelmét biztositja,
kivéve, ha az aranytalan nehézséget jelentene.

15.1. Informatikai nyilvantartasok védelme

Az Adatkezeld az informatikai védelemmel kapcsolatos feladatai kérében gondoskodik kilénosen:
- a jogosulatian hozzaférés elleni védelmet biztositd intézkedésekrél, ezen belil a
szoftver és hardver eszkézok védelmérdl, illetve a fizikai védelemrél (hozzaférés védelem,
halézati védelem);

. az adatallomanyok helyreallitdsanak lehetéségét biztositd intézkedésekrél, ezen
belll a rendszeres biztonsagi mentésrél és a masolatok elkilénitett, biztonsagos kezelésérél
(tlkrozes, biztonsagi mentés):

- az adatallomanyok virusok elleni védelmérél (virusvédelem):

- az adatallomanyok, illetve az azokat hordozé eszkozok fizikai védelmérél, ezen belill
a tlzkar, vizkar, villamcsapas, egyéb elemi kar elleni védelemrél, illetve az ilyen események
kévetkeztében bekovetkezd karosodasok helyreallithatosagardl (archivalas, tlzvédelem).

Az informatikai biztonsag feltételeinek kialakitasa és betartasanak ellenérzése az informatikai
feladatokat ellaté munkatars feladata.

15.2. Papiralapu nyilvantartasok védelme

Az Adatkezel6 a papiralapl nyilvantartasok védelme érdekében megteszi a szlkséges
intézkedéseket klldndsen a fizikai biztonsag, illetve tlizvédelem tekintetében.

A munkavallalok, és egyéb, az Adatkezeld érdekében eljaré személyek az altaluk hasznalt, vagy
birtokukban 1évé, személyes adatokat is tartalmazé adathordozokat, fuggetlentl az adatok
rogzitésének modjatol, kételesek biztonsagosan 6rizni, és védeni a jogosulatlan hozzaférés,
megvaltoztatas, tovabbitas, nyilvanossagra hozatal, térlés vagy megsemmisités, valamint a véletien
megsemmisilés és sériilés ellen.

A papiralapt nyilvantartasok és a papiron tarolt adatok biztonsaga feltételeinek kialakitasa és
betartasanak ellenérzése az adatvédelmi feladatokat ellaté munkatars feladata.

A papiralapon kezelt személyes adatok biztonsaga érdekében a Tarsasag az alabbi intézkedéseket
alkalmazza:
- az adatokat csak az arra jogosultak ismerhetik meg, azokhoz mas nem férhet hozza, mas
szamara fel nem tarhatok;
- adokumentumokat jol zarhaté, szaraz helyiségben helyezi el;
- afolyamatos aktiv kezelésben Iévé iratokhoz csak az illetékesek férhetnek hozza:
- a Tarsasag adatkezelést végzé munkatarsa a munkavégzés befejeztével a papiralapu
adathordozét elzarja;
- amennyiben a papiralapon kezelt személyes adatok digitalizalasra keriiinek, a digitalisan
tarolt dokumentumokra irdnyadé biztonsagi szabalyokat alkalmazza a Tarsasag.

Amennyiben a papiralapon tarolt személyes adat kezelésének célia megvalosult, a Tarsasag
intézkedik a papiralapt adathordozé megsemmisitésérél. Ebben az esetben a Tarsasag kijeloli a
megsemmisitésert felelés munkavallalét. A megsemmisitésen legalébb haromtag megsemmisitési
bizottsag vesz részt. A megsemmisitésrél jegyzékényvet kell felvenni, ha mas, automatizalt
eljarassal nem biztosithaté a torlés igazolasa.

Amennyiben a személyes adatok adathordozdja nem papir, hanem mas fizikai eszkoz, a fizikai
eszkéz megsemmisitésére a papiralapi dokumentumokra vonatkozé megsemmisitési szabalyok
megfeleléen iranyaddk.
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15.3. Az informatikai biztonsag

Az informaciébiztonsag kiemelt céljai:

1) a bizalmassag (confidentiality),
2) a sérthetetlenség (integrity) és
3) a rendelkezésre allas (availability).

Ez az ugynevezett CIA-haromszog.

Ezen bellil szintén harom kontrollt kiilbnbdztetiink meg:
- fizikai,

- logikai, es

- adminisztrativ kontroll.

Fizikai kontroll
A szamitogépes kornyezethez vald hozzaférés korlatozasa, valamint az adatmenteés biztositasa.

Logikai kontroll
Olyan intézkedések, mint példaul a jelsz6- és eréforras-menedzsment, azonossag- és
jogosultsagkezelés, logikai hozzaférés, informaciobiztonsagi eszkozok, illetve halézati konfiguracio.

Adminisztrativ kontroll
A Térsasag belsé szabalyai, rendelkezései, eljarasrendjei tartoznak ezen kontroll ala.

Informatikai védelem
A szamitégépen, illetve haldzaton tarolt személyes adatok biztonsdga érdekeben a Tarsaséag az
alabbi intézkedéseket és garancialis elemeket alkalmazza:

- az adatkezelés soran hasznalt szamitdgépek a Tarsasag tulajdonat képezik vagy azok folott
tulajdonosi jogkdrrel megegyezé joggal bir;

- a szamitégépen taldlhaté adatokhoz csak érvényes, személyre szdlo, azonosithato
jogosultsaggal — legaldbb felhasznaléi névvel és jelszéval — lehet csak hozzaferni, a
jelszavak cseréjérél a Tarsasag rendszeresen, illetve indokolt esetben gondoskodik;

- az adatokkal térténd minden szamitégépes rekord nyomon kévethetéen naplézasra kerdl,

- a halézati kiszolgald gépen (a tovabbiakban: szerver) tarolt adatokhoz csak megfeleld
jogosultsaggal és csakis az arra kijelolt személyek férhetnek hozza;

- amennyiben az adatkezelés célja megvalosult, az adatkezelés hatarideje letelt, ugy az
adatot tartalmazo fajl visszadllithatatlanul torlésre keril, az adat Gjra vissza nem nyerhet6;

- a Tarsasag a haldzaton tarolt adatok biztonsédga érdekében a szervereket magas
rendelkezésre allasu infrastruktiraval védi, az adatvesztést mentésekkel és archivalassal
keruli el;

- aszemélyes adatokat tartalmazé adatbazisok aktiv adataibdl napi mentest vegez,

- aszemélyes adatokat kezel6 haldzaton a virusvédelemrél folyamatosan gondoskodik;

- arendelkezésre all6 szamitastechnikai eszkozokkel, azok alkalmazasaval megakadalyozza
illetéktelen személyek halozati hozzaférését,

- atarsasag gondoskodik a szamitégépes infrastrukturajanak megfelelé védelmérdl.

Jogosultsagkezelés

A jogosultsagkezelés szabalyozasanak célja, hogy a kiosztott jogosultsagok pontosan nyomon
kovetheték legyenek, dokumentalt formaban megérzésre keriljenek, valamint az egyes
jogosultsagokkal rendelkezé személyek tevékenysége és az altaluk felhasznalt adatok koére
ellendrizhetd legyen. Ezen adatok naprakészsége nagymértékben hozzasegiti a Tarsasagot a tole
elvart, illetve altala elérhetd biztonsagi szint teljesitéséhez, tovabba az informatikai haldzat térvényi
és szakmai normdk szerinti Uzemeltetéséhez.
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Az informatikai rendszerben a jogosultsagok valtozasait (Iétezé jogosultsagok, Uj jogosultsagok
kiosztasa, modositasa, megsziinése) dokumentalni kell.

A személyes adatok biztonsaga érdekében a Tarsasag az alabbi jogosultsagkezelési alapelveket
alkalmazza:

- Uj jogosultsag beallitasat, illetve jogosultsag megvaltoztatasat a jogosultsag birtokosanak
felnatalmazésa alapjan az informatikus végzi.

- Ajogosultsdgok megallapitasa soran kizarélag a munkavégzéshez szikséges és elégséges
jogosultsagokat kell kiosztani.

- Elkell kerilni, hogy teljes hozzaférést, illetve adminisztratori jogosultsagokat kapjanak mas
munkat vegzé, illetve a jogosultsag birtoklasara igényt nem tarté személyek.

- Adminisztratori jogosultsaggal rendelkezé, nevesitett felhasznalét kell alkalmazni a rendszer
adminisztraldsa érdekében minden esetben, ahol ez lehetséges. A nem nevesitett
rendszergazdai jelszavakat zart boritékban, felbontast gatlé médon, alairva kell tarolni. Ezek
hasznalatat az Adatkezeld Ugyvezetése vagy az altala kijeldlt személy engedélyezheti. A
nem nevesitett felhasznaléi jogosultsagok hasznalatat indokolni és dokumentalni kell.

- Kuis6 - karbantarté vagy fejlesztd — cég alkalmazottja folyamatosan miik6dé, korlatlan idére
sz6l6 hozzaférési jogosultsaggal nem rendelkezhet.

Jogosultsagkezelési folyamat

Jogosultsagigénylést a tarsasagnal az adott adatkér adatgazdaja hagyja jova. Ezen adatgazdak
kijelblése az lgyvezetés feladata.

A jogosultsag kezelésekrél az informatikaért felelés munkavallalé nyilvantartast vezet.

A jovahagyott jogosultsédgok beallitasarél az informatikai csoport gondoskodik.

A megsziletett dontést kévetéen az informatikai csoport kijeldlt munkatarsa beallitia a
jogosultsagokat, amirél visszaigazolast killd az igénylé felé.

A jogosultsag birtokosa munka- vagy egyéb jogviszonyanak megsziinésérdl kozvetlen felettesének
kotelessége értesiteni az informatikust, valamint a munkaltatéi jogok gyakorléjat a jogosult eddig
birtokolt jogosultsagainak torlése érdekében.

A jogosultsag megsziinése esetén a jogosult felettese a megsziintetési kérelmet elektronikus Gton
vagy papiralapon a jogosultsagkezelési megrendelélapon kildi meg az informatikusnak, aki
gondoskodik a jogosultsag toriéserél. Ezt kévetden az informatikus vagy az altala megbizott
munkatars visszajelzést kild a torlést kezdeményezének.

Athelyezés esetén a korabbi munkakér feletti munkaltatéi jogokat gyakorlé felettes és az V]
munkakor feletti munkaltatéi jogokat gyakorlé felettes egyiitt kotelesek gondoskodni a régi
jogosultsagok torlésének, modositasanak vagy Uj jogosultsagok felvételének kezdeményezésérél.
Az informatikai rendszerben a kilép6 felhasznalok profiljait fel kell figgeszteni, hasznalaton kiviil kell
helyezni. A felhasznaldi fiokok torlése a rendszerek ellenérzését kévetéen torténhet meg, ha a térlés
nem okoz adatvesztést.

Alnevesités

Az alnevesités a személyes adatok olyan médon térténé kezelése, amelynek kévetkeztében tovabbi
informaciok felhasznalasa nélkiil tébbé mar nem allapithaté meg, hogy a személyes adat mely
konkrét természetes személyre vonatkozik, mivel a Tarsasag az ilyen tovabbi informaciét kildn
tarolja, technikai és szervezési intézkedések megtételével biztositia, hogy azonositott vagy
azonosithato természetes személyekhez ezt a személyes adatot nem lehet kapcsolni.

Az alneven torténé adatkezelést a Tarsasdg a nagyobb foku biztonsag érdekében, valamint a
statisztikai célra gylijtend6é adatok vagy a fejlesztés, tesztelés, karbantartas alatt allé rendszerek
esetében a tesztadatok tekintetében végez, mivel a személyes adatok alnevesitése cstkkentheti az
érintettek szamara a kockazatokat, valamint a Tarsasag ezaltal kénnyebben meg tud felelni az
adatvédelmi kotelezettségeinek.

Az alnevesités személyes adatok kezelése soran torténd alkalmazasanak osztonzése céljabol
lehetové teszi az alnevesitésre iranyuld intézkedések és az altalanos elemzés egyidejl
alkalmazasat a Tarsasdg szervezetén bellll. A Tarsasag tovabba biztositja, hogy az ahhoz
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sziikséges tovabbi informaciokat, amelyek altal a személyes adatokat egy adott érintetthez lehessen
kapcsolni, elkllonitve taroljak.

A természetes személyeket személyes adataik kezelése tekintetében megilleté jogok eés
szabadsagok védelme megkéveteli a Rendelet kdvetelményeinek teljesitését biztositd megfeleld
technikai és szervezési intézkedések meghozatalat. Ahhoz, hogy az Adatkezel6 igazolni tudja a
Rendeletnek valé megfelelést, olyan belsé szabdlyokat kell alkalmaznia, valamint olyan
intézkedéseket kell végrehajtania, amelyek teljesitik, klilondsen a beépitett és az alapértelmezett
adatvédelem elveit.

A Tarsasag torekszik — a GDPR-nak valé megfelelés érdekében —a személyes adatok kezelésének
minimalisra csokkentésére, a személyes adatok mihamarabbi alnevesitésére, a személyes adatok
funkcioinak és kezelésének atlathatésagara, valamint arra, hogy az érintett nyomon kovethesse az
adatkezelést, a Tarsasag pedig biztonsagi elemeket hozhasson létre és tovabb fejleszthesse
azokat.

15.4. Oktatas és tréningrendszer

Kiemelt teriiletként kell kezelni a munkavallalok kapcsan a biztonsagtudatossagi kepzést a
szervezet informatikai és nem informatikai alkalmazottai részére.

A biztonsagtudatos magatartas komoly Gzleti karokat okozé hibak és tamadasok megelézésében
jatszhat szerepet.

Nem elegendd a megfeleléen kidolgozott informaciébiztonsagi rendelkezések és az adatvédelmi,
adatbiztonsagi szabdlyozas megléte a szervezetben, a munkavallalokkal rendszeres képzések,
tréningek soran kell tudatositani, hogy a kialakitott szabalyrendszer és az IT eszk6zok Gnmagukban
nem képesek garantalni a szervezet szamara az adat- és informéaciobiztonsagot, ehhez a napi
munkatevékenységilk soran felelés magatartdsukkal a munkavallaléknak is hozza kell jarulniuk.

A munkavallalék megfeleld képzése a képzést kovetden kimutathatéan kevesebb biztonsagi
incidenst eredményez, ami a kézvetlen adatvesztésbdl és esetleges adatvédelmi birsagbdl eredé
karokon tul a pénzlgyi eredményekben is nyilvanvaléan megmutatkozik.

A munkavallalok altalanos adatvédelmi-informaciébiztonsagi tréning rendje évente (kapcsolhato
mas rendszeres képzésekhez, tréningekhez, mint pl.: tiz- és munkavédelem) egy 6ra idétartamban
javasolt.

Kiilon tréningrendet kell biztositani az informatikai, kilondsen a rendszergazdai feladatokat ellatok
részére. Ennek célja, hogy kizokkentse a képzés alatt allokat a megszokott munkamenetiikbdl és
feltarja eléttik a rosszindulatl tdmadasok, hekkerek altal folyamatosan fejlesztett aktualis tamadasi
szemléletet, ramutasson az aktudlis trendek szerint jellemzden keresett gyenge pontokra és segitse
dket abban, hogy érzékelt behatolasi kisérlet esetén milyen megoldésokat preferaljanak a
tamadasok elharitasara és a kockazat alacsony szinten tartasanak érdekében.

16. Az adatvédelmi incidensek kezelése
16.1. Az adatvédelmi incidens mindsitése

Adatvédelmi incidens csak akkor kovetkezik be, ha az adatbiztonsagi intézkedések — akar vétlen,
akar szandékos — megsértésének kovetkeztében bekdvetkezik a személyes adatok véletlen vagy
jogellenes megsemmisitése, elvesztése, megvaltoztatasa, jogosulatlan kézlése vagy az azokhoz
vald jogosulatlan hozzaférés:

a/ stlyos incidens: olyan incidens (pl. adatvesztés, adatsértlés), mely valészinlsithetéen
magas kockazattal jar a természetes személyek jogaira és szabadséagaira nézve (pl.. a jogosulatlan
hozzaféréssel érintett adatok esete; az olyan adatsériilés, adatvesztés, amelynél az adatok
naplézott allomanybdl nem allithatéak helyre). Magas kockazatunak minésil az az eset, amely
fizikai, vagyoni vagy nem vagyoni karokat okozhat az érintetteknek, pl. az érintetteknek a szemeélyes
adataik feletti rendelkezés elvesztését vagy a jogaik korlatozasat, hatranyos megkullonboztetest, a
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személyazonossag-lopast vagy a szemeélyazonossaggal valo visszaélést, pénziigyi veszteséget, jo
hirnév sérelmét, a szakmai titoktartasi kotelezettség altal védett személyes adatok bizalmas
jellegének sériilését eredményezheti;

b/ enyhe incidens: minden incidens, amely nem tartozik az a) pont ala (pl. atmeneti
szolgaltatasleallas, - kiesés az Adatkezelé munkavallaléi altal hasznalt olyan belsd rendszerekben,
amely nem jar adatsériiléssel vagy adatvesztéssel).

Az adatvédelmi incidensre vonatkozé szabalyokat kell alkalmazni az Adatkezeld tulajdonat képez6
adathordozén, mobiltelefonon, laptopon, egyéb szamitastechnikai eszkézén tarolt adatokra,
tovabba az Adatkezel6 alkalmazottainak olyan sajat tulajdonu eszkodzein (adathordozé,
mobiltelefon, laptop, egyéb szamitastechnikai eszkbz) tarolt adatokra, amely eszkdzoket
munkavégzéshez, munkakori feladatok ellataséhoz, hivatalos célbdl hasznalhat. Az adatvédelmi
incidensre vonatkozd szabalyokat az Adatkezeld birtokaban lévé papiralapu adathordozon Iévé
adatokra is alkalmazni kell.

Az elektronikus informécios rendszereket érinté (biztonsagi vagy egyéb) események adatvédelmi
incidensnek is mindsulnek, amennyiben személyes adatokra nézve kdvetkezik be. A jelen
Szabalyzat adatvédelmi incidens kezelésére vonatkozd rendelkezéseinek alkalmazasa nem
mentesit az elektronikus informacios rendszereket érinté (biztonsagi vagy egyéb) események
kezelésére (bejelentésére, kivizsgalasara stb.) vonatkozé szabalyok betartdsa aldl, azaz az
elektronikus informacios rendszereket érinté (biztonsagi vagy egyéb) események kezelésére
vonatkozé szabalyokat jelen Szabalyzat el6irasaival parhuzamosan alkalmazni kell.

16.2. Az adatvédelmi incidens bejelentése

Az a munkavallalé vagy megbizott, aki az Adatkezeld altal kezelt vagy feldolgozott személyes
adatokkal kapcsolatban, vagy az Adatkezelé szerzédéses partnere altal kezelt vagy feldolgozott
személyes adataival kapcsolatban adatvédelmi incidenst vagy annak gyanujat észleli, kdteles azt
haladéktalanul — legkésébb a tudomasszerzéstdl szamitott 2 6ran belul - bejelenteni az
ugyvezetdnek.

Az adatvédelmi incidensrél sz6lé bejelentésben ismertetni kell az adatvédelmi incidens jellegét,
beleérive — ha lehetséges — az érintettek kategoriait és hozzavetéleges szamat, valamint az
adatvédelmi incidenssel érintett személyes adatok kategdriait és hozzavetéleges szamat, tovabba
a bejelentd nevét és elérhetdségét.

A kézos adatkezelésrél szol6 szerzédésben [GDPR 26. cikk], illetve az adatfeldolgozéval kétendé
szerzédésben [GDPR 28. cikk] egyértelmlen rendelkezni kell a masik adatkezeld, illetve az
adatfeldolgozod azon kotelezettségérdl, hogy az adatvédelmi incidensrél az Adatkezeld kételes
haladéktalanul, de legkésébb az észlelést kéveté 24 oran belul értesiteni. A szerzddésnek
tartalmaznia kell tovabba a kézés adatkezeld, illetve az adatfeldolgozé kotelezettségeit adatvédelmi
incidens bejelentésében és kivizsgalasaban.

16.3. Incidensprotokoll altalaban

Az informatikai feladatokat ellatdé bevonasaval a riasztasokban szereplé sériulékenység
elharitasakor a kévetkezok szerint kell eljarni:

a/ figyelembe kell venni a kilénbézé informatikai biztonsagi szabalyozasokban a
serulékenységek elharitasara vonatkozo rendelkezéseket:

b/ amennyiben a riasztds személyes adatot tartalmazé alkalmazas sérulékenységével
kapcsolatban keletkezett, az Uigyvezetét haladéktalanul tajékoztatni kell;
c/ amennyiben az Adatkezel6 rendelkezik automatizalt modszerrel az adott sérulékenység

elharitasara, akkor azt azzal az eszkozzel azonnal el kell kezdeni:
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d/ ha az Adatkezel6 nem rendelkezik automatizalt moédszerrel az adott sérllékenység
elharitasara, akkor azt manualis médon kell azonnal elkezdeni;

el amennyiben a sérilékenység elharitasa belsé eréforrasbdl nem kivitelezhetd, akkor kilsé
szakértoket kell bevonni az elharitas folyamataba.

A papiralapon kezelt iratokkal kapcsolatban a jelen Szabalyzat személyi hatélya ala tartozo
személyek kotelesek a személyes adatokat tartalmazoé iratokat a munkavégzés befejezeset
kévetden, ahol ennek feltételei biztositottak, zarhaté szekrényben, zarral ellatott fiokban tarolni. Ahol
a tarolas elébb nevesitett feltételei nem adottak, az irodahelyiség ajtajanak kulcsra zarasaval kell a
személyes adatok védelmét biztositani abban az esetben, ha az irodahelyisegben senki sem
tartozkodik. A Szabalyzat személyi hatélya alé tartozo személyek kotelesek az Adatkezel6 egyeb
belsé szabalyzatai, igy kulénésen az iratkezelés rendjérdl, illetve a biztonsagi eléirasokrol szolo
mindenkor hatalyos belsé szabalyzatnak megfeleléen eljarni.

16.4. Az adatvédelmi incidens kivizsgalasa

Adatvédelmi incidens (papiralapi és nem papiralapu adatokra vonatkozoak egyarant) felmertlése
esetén az Adatkezel6é informatikai feladatokat ellaté munkatérsa az Adatkezeld adatvedelmi
feladatokat ellaté munkatarsaval egyiitt megvizsgalja, és kategorizalja a bekdvetkezett incidenst, és
meghatarozza az esetleges elharitas érdekében szlkséges tovabbi intézkedéseket.

A bejelentés eldzetes megvizsgalasa soran az alabbi szempontokat kell figyelembe venni:

al a bejelentés személyes adatot érint-e,

b/ amennyiben a bejelentés személyes adatot érint, megéllapithaté-e a személyes adatok kore,
c/ megallapithato-e az incidensben érintett személyek kore,

d/ a hatalyos jogszabalyok és belsé szabalyok alapjan megallapithato-e, hogy személyes adat
jogellenes kezelése vagy feldolgozasa (beleértve a torlést/megsemmisitést is) tortént,

e/ az incidens valdszinlsithetben magas kockazattal jar-e az érintettek jogaira és
szabadsagaira nézve,

f/ melyek az adatvédelmi incidensbdl eredd, valészinlsithetd kovetkezmények,

g/ az Adatkezel6 altal alkalmazott technikai és szervezési védelmi intézkedések az incidensben

érintett személyes adatokhoz vald hozzaférésre fel nem jogositott személyek szamara
értelmezhetetlenné teszik-e az adatokat.

16.5. Az érintett tajékoztatasa a sulyos adatvédelmi incidensrél

Sulyos adatvédelmi incidens esetén az Adatkezel6 — az érintettel kapcsolatban rendelkezésére allo
elérhetbségeken, ennek hianyaban vagy alkalmazasuk lehetetlensége esetén (GDPR 34. cikk) a az
Adatkezel6 helyi napilapban kozzétett kozlemény Gtjan — indokolatlan késedelem nélkiil tajékoztatja
az érintettet az adatvédelmi incidensrél.

Az érintett részére adott tajékoztatasban vilagosan és koézérthetéen ismertetni kell az adatvédelmi
incidens jellegét, és kozdlni kell legalabb az alabbi informacidkat és intézkedéseket:

al az Adatkezel6 kapcsolattartojanak nevét és elérhetbsegeit;
b/ az adatvédelmi incidensbél eredd, valoszinUsitheté kdvetkezményeket;
c/ az adatkezelé altal az adatvédelmi incidens orvoslasara tett vagy tervezett intézkedéseket,

beleértve adott esetben az adatvédelmi incidensbél eredé esetleges hatranyos kévetkezmenyek
enyhitését célzd intézkedéseket.

Az érintettet nem kell tajékoztatni, amennyiben az incidens nem jar magas kockazattal, és a
kovetkez6 feltételek barmelyike teljesil:

al az Adatkezeld megfelelé technikai és szervezési védelmi intézkedéseket hajtott végre, és
ezeket az intézkedéseket az adatvédelmi incidens altal érintett adatok tekintetében alkalmaztak,
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kuléndsen azokat az intézkedéseket — mint példaul a titkositas alkalmazasa —, amelyek a személyes
adatokhoz valé hozzaférésre fel nem jogositott személyek szamara értelmezhetetlenné teszik az
adatokat;

b/ az Adatkezel6 az adatvédelmi incidenst kévetden olyan tovabbi intézkedéseket tett, amelyek
biztositjak, hogy az érintett jogaira és szabadségaira jelentett, az emlitett magas kockazat a
tovabbiakban valdszin(sithetéen nem all fenn:

c/ a tajékoztatas aranytalan eréfeszitést tenne szilkségessé. llyen esetekben az érintetteket
nyilvanosan kézzétett informaciok Utjan kell tajékoztatni, vagy olyan hasonlé intézkedést kell hozni,
amely biztositja az érintettek hasonléan hatékony tajékoztatasat.

Az Adatkezelé Ugyvezetéjének dontése alapjan az Adatkezelé az érintetteket az Adatkezeld
honlapjan vagy orszagos lefedettségii sajtétermékben kézzétett hirdetmeny utjan is értesitheti.

16.6. Az adatvédelmi incidens bejelentése a Hatésagnak

Az adatvédelmi incidensrél sz616 bejelentést a Hatosag mindenkori kapcsolati pontjara kell eljuttatni.
A bejelentés &sszeallitdsanak és beadasanak felelése az ugyvezetd.

Az adatvédelmi incidensrol szo6l6 bejelentésben legalabb:

a/ ismertetni kell az adatvédelmi incidens jellegét, beleértve — ha lehetséges — az érintettek
kategoriait és hozzavetbleges szamat, valamint az incidenssel érintett adatok kategériait és
hozzavetdleges szamat;

b/ k6zolIni kell a tajékoztatast nyujtd egyéb kapcsolattarté nevét és elérhetéségeit;
c/ ismertetni kell az adatvédelmi incidensbél eredd, valészindsitheté kdvetkezményeket;
d/ ismertetni kell az Adatkezel6 altal az adatvédelmi incidens orvoslasara tett vagy tervezett

intézkedéseket, beleértve adott esetben az adatvédelmi incidensbél eredd esetleges hatranyos
kovetkezmények enyhitését célzo intézkedéseket.

Ha nem lehetséges az informaciokat egyidejlleg kozélni, azok tovabbi indokolatlan késedelem
nélkil késébb részletekben is kdzolheték.

16.7. Az adatvédelmi incidensek nyilvantartasa

Az adatvédelmi incidensekrél az ugyvezeté altal megbizott munkatars elektronikus nyilvantartast
vezet.

A nyilvantartasban régziteni kell:

a/ az incidensben érintett személyes adatok kérét és szamat,

b/ az adatvedelmi incidenssel érintettek korét és szamat,

c/ az adatveédelmi incidens észlelésének és tudomasszerzésének idépontjat,
d/ az adatvédelmi incidens korliményeit, hatasait,

e/ az adatvedelmi incidens elharitasara megtett intézkedéseket,

f/ az adatvédelmi incidenssel kapcsolatban adott tajékoztatasok adatait.

Az Adatkezelé az adatvédelmi incidens kivizsgalasaval kapcsolatos papiralapt és elektronikus
dokumentumokat 10 évig kételes megérizni. Az adatvédelmi incidensek vizsgalata soran
keletkezett, iktatott dokumentumokat az Adatkezeld az incidens vizsgalatanak lezarasatdl szamitott
10 évig 6rzi meg, illetéktelenek szamara hozza nem férhetd, zart helyen.

17. Harmadik orszagba iranyulé adattovabbitas kiilénos szabalyai
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Amennyiben személyes adatnak harmadik orszagba torténd tovabbitasanak szuksegessége meril
fel, az adatkezel6 koteles adatvédelemmel foglalkozé szakértd véleményét kérni az adattovabbitas
megengedhetéségérdl, illetve az adattovabbitas lehetséges madjarol.

18. Adatvédelmi audit

Az adatvédelmi audit célja, hogy az Ugyvezetd meggy6z6djén arrél, hogy az Adatkezelé az
adatvédelemmel kapcsolatos jogszabalyoknak és belsd szabalyzatoknak megfeleléen kezelik-e az
adatokat.

Az adatvédelmi feladatokkal megbizott munkatars — az Ugyvezeté utasitasai alapjan - éves
ellenérzési tervet készit. Az éves ellendrzési tervnek az ellendrzés varhaté idépontjat, tovabba az
ellendrzés targykorét kell tartalmaznia.

Az ellenérzés soran az adatvédelmi feladatokkal megbizott munkatars az (gyvezetd utasitasa,
illetve engedélye alapjan az Adatkezelé irodahelységeibe szabadon beléphet, az — ellendrzes
targyaval osszefliggésben kezelt — irataiba betekinthet, a munkatarsaktol tajekoztatast kérhet adott
Uggyel kapcsolatos adatkezelésrél.

Az adatvédelmi feladatokkal megbizott munkatars az ellenérzés megtérténterél jegyzékonyvet
készit. A jegyzékdnyv az ellenérzés lefolytatasanak tényét, annak idépontjat es idétartamat, tovabba
a tevékenység soran rogzitett tényeket, megallapitasokat, informaciokat tartalmazza.

19. A személyes adatok kezelhetéségének feliilvizsgalata

Annak biztositasa érdekében, hogy a személyes adatok tarolasa a szilkséges idétartamra
korlatozodjon, az adatkezeld torlési vagy rendszeres felllvizsgalati hataridéket allapit meg.

A szervezet vezetdje altal megallapitott rendszeres felllvizsgalati hataridé: 2 év.

Il. A Tarsasag altal kezelt adatok kore és az adatkezelés rendje

1. Munkaviszonnyal és egyéb foglalkoztatasra iranyulé jogviszonnyal
kapcsolatos adatkezelések

1.1. Foglalkoztatassal kapcsolatos adatkezelés

Munkaszerzédéseknek valé megfelelés, munkaltatas

Az adatkezelés célja dokumentalasa, térvényi elirasoknak valé megfelelés

Az adatkezelés jogalapja- | c) pont;

GDPR 6. cikk (1) Mt. 10. §

A kezelt adatok kore Név, cim, telefonszam, TAJ szam, adoéazonositd jel,

lakcimkartya szam, személyigazolvany szam, anyja neve,
sziletési hely, id6, munkaruha méret, éleslatasra vonatkozd
adatok, jogviszony kezdete és egyéb jogszabaly altal elbirt
személyes adatok, megvaltozott munkaképességi
foglalkoztatdsa, beteg csaladtag apolasa, betegséghez
kétheté adokedvezmények igénybevétele esetén a
megbetegedésre vonatkozo adatok.

Az adatok forrasa Munkavallalé (Erintett)

Az adatok taroldsanak ideje | éregségi nyugdijkorhatar betéltését kdvetd 5 évig
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Adatfeldolgozo a sajat szerveren torténé tarolas esetén az informatikai
feladatokkal megbizott, illetve a Microsoft Corporation a
levelezd szerver tekintetében.

Adattovabbitas cimzettjei Adott esetben, ha szilkséges a tovabbitas a jogi képviseletet
ellato Ggyved, illetékes birosag, jogszabalyban megnevezett
hatosagok felé.

Profilalkotas vagy Nincs

automatikus déntéshozatal
Harmadik orszagba térténé | Nincs
adattovabbitas

Munkaltaté a Munkavallalokrél munkaligyi aktat vezet. Az adatkezelés jogalapja a munkaltigyi aktak
esetében az Adatkezel6re vonatkoz jogi kételezettség teljesitése [GDPR 6. cikk (1) bek. ¢c) pont],
ezen beldl a jelen pontban megjelélt térvényi eldirasok, amelyek kotelezévé teszik az adatkezelést
Munkaltato részére.

A munkaugyi akta tartalmazza: a Munkavallalok jelentkezése és munkaviszonya fennallasa alatt
keletkezett dokumentumokat és adatokat.

A munkaligyi aktak kezelése papir alapon valésul meg a Munkaltaté székhelyén.
A munkaligyi aktak fizikai tarolasa:

A munkaugyi aktadk részét képezé munkaigyi iratok tarolasa alapvetéen papir alapon, zart
szekrenyben torténik. Az adatok elektronikus Gton is taroldsra keriilnek az Adatkezelé sajat
szerverén, melyhez a hozzaférés jogosultsag alapjan torténik.

A munkaligyi aktakban talalhaté iratokba kizarolag az alabbi munkakéroket ellaté személyek
jogosultak betekinteni:

-Ugyvezetd
-cegvezetd

A tarolt adatokhoz kizarélag azok a Munkavallalok rendelkeznek hozzaférési jogosultsaggal,
akiknek az adott dokumentumok megismerése a munkavégzeésiikhdz nélkilozhetetlen: Adatkezelé
munkalgyi feladatokat ellaté munkavallaléi, valamint az érintett felett munkaltatoi jogot gyakorld
szemeély(ek)

Munkavallalé koteles az adataiban bekovetkezett valtozasokat haladéktalanul bejelenteni
Munkaltato felé.

1.2 Onéletrajzokkal kapcsolatos adatkezelés

Az adatkezelés célja Munkavallalé iskolai végzettségének és korabbi
jogviszonyainak kezelése az adott feladatra térténé
alkalmassag igazoldsa céljabol

Az adatkezelés jogalapja - | b.) pont

GDPR 6. cikk (1)
A kezelt adatok kore iskolai végzettség, korabbi jogviszonyok és a Munkavallalé
(Erintett) altal megadott egyéb adatok
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Az adatok forrasa

Munkavallalo

Az adatok tarolasanak ideje

Jogviszony megsziinését kévetd 5 évig

Adatfeldolgozé

a sajat szerveren torténd tarolas esetén az informatikai
feladatokkal megbizott, illetve a Microsoft Corporation a
levelezd szerver tekintetében.

adattovabbitas

Adattovabbitas cimzettjei Nincs
Profilalkotas vagy Nincs
automatikus dontéshozatal

Harmadik orszagba térténé | Nincs

1.3 Bérszamfejtéssel kapcsolatos adatkezelés

Az adatkezelés célja

Bérszamfejtés, bérkifizetés, szabadséag és tappénz
elszamolésa

Az adatkezelés jogalapja -
GDPR 6. cikk (1)

c) pont;

- Mt. 10. §; 155. §;

- az adbzas rendjérél széld 2017. évi CL. torvény 34. § (1)
bekezdés és 50. §;

- a tarsadalombiztositds ellatasaira jogosultakrél, valamint
ezen ellatasok fedezetérdl szold 2019. évi CXXII. térvény 66.
§
- a tarsadalombiztositasi nyugellatasrol szélé 1997. évi
LXXXI. torvény 43. § (3) bekezdés és 96. §;

- a személyi jovedelemadorol szolo 1995. évi CXVII. térvény
2. § (2) bekezdés, 3. § 8. pont; 12/B §, 15. §

A kezelt adatok kore

Név, cim, TAJ szam, addazonositd jel, allampolgarsaga,
lakcimkartya szama, hazastars neve, adbazonosité jele,
hazassagkotés ideje, tartés betegség igazolasok, anyja
neve, szlletési hely, id6, lakcimkartya szam,
személyigazolvany szama, bankszamla szama, torzsszam
(nyugdijas munkav.), munkabér 0Osszege, munkadrak
szama, jogviszony kezdete, tdppénzen toltétt napok szama
és egyéb, jogszabaly altal el6irt személyes adatok,
gyermekek szama, gyermekek adéazonositdé jele, TAJ
szama, szll. hely, id6é, anya-apa neve, neme.

Az adatok forrasa

Munkavallalé (Erintett)

Az adatok tarolasanak ideje

Az éregségi nyugdijkorhatar betdltését kévetd 5 evig

Adatfeldolgozo

a sajat szerveren torténd tarolas esetén az informatikai
feladatokkal megbizott, illetve a Microsoft Corporation a
levelez6 szerver tekintetében.

Adattovabbitas cimzettjei

Adott esetben, ha szlikséges a tovabbitas a jogi képviseletet
ellaté Ggyveéd, illetékes birdsag, jogszabalyban megnevezett
hatésagok felé.

adattovabbitas

Profilalkotas vagy Nincs
automatikus dontéshozatal
Harmadik orszagba térténé | Nincs

1.4 Munkavédelmi és tizvédelmi oktatassal kapcsolatos adatkezelés
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Az adatkezelés célja

Munkabalesetek és tlizesetek megelézése, a Munkavallald
védelme és veszélyhelyzetekre térténd figyelemfelhivasa

GDPR 6. cikk (1)

érdekében  oktatasi tevékenység, valamint annak
dokumentalasa
Az adatkezelés jogalapja - | c) pont;

a munkavédelemrdl sz616 1993. évi XCIII. térvény 55. §

A kezelt adatok kore

Név, oktatas ideje, alairas

Az adatok forrasa

Oktatasi jegyzékényv

Az adatok tarolasanak ideje

Torvenyi elbiras szerint, altaldnos eléviilési idén beltl (5 év)

Adatfeldolgozé

A Munkaltaté altal megbizott munkavédelmi, munkadgyi
szakérté

Adattovabbitas cimzettjei

Adott esetben, ha sziikséges a tovabbitas a jogi képviseletet
ellatd Ugyved, illetékes bir6sag, jogszabalyban megnevezett
hatésagok felé.

adattovabbitas

Profilalkotas vagy Nincs
automatikus déntéshozatal
Harmadik orszagba térténé | Nincs

1.5 Munkavillal6i alkalmassagi orvosi vizsgalattal kapcsolatos adatkezelés

GDPR 6. cikk (1)

Az adatkezelés célja Munkavallalé  munkavégzésre valéd alkalmassaganak
felmérése
Az adatkezelés jogalapja - | c) pont;

a munkakori, szakmai, illetve személyi higiénés alkalmassag
orvosi vizsgalatardl és véleményezésérél sz6lé 33/1998. (VL.
24.) NM rendelet 15. §

A kezelt adatok kore

Név, beosztds, alkalmassag (igen/nem)

Az adatok forrasa

A Munkaltaté altal megbizott foglalkozas-egészséglgyi
orvos

Az adatok tarolasanak ideje

Az alkalmassagi vizsgalat érvényességéig (1év)

Adatfeldolgozé

Foglalkozas-egészségiigyi orvos

Adattovabbitas cimzettjei

Adott esetben, ha sziikséges a tovabbitas a jogi képviseletet
ellato ugyvéd, illetékes birdsag, jogszabalyban megnevezett
hatésagok felé.

adattovabbitas

Profilalkotas vagy Nincs
automatikus déntéshozatal
Harmadik orszagba térténd | Nincs

1.6 Munkahelyi balesethez kapcsol6dé adatkezelés

Az adatkezelés célja Munkahelyi baleset kériilményeivel kapcsolatos jogi
kotelezettségek teljesitése

Az adatkezelés jogalapja c) pont;
Mt. 10. §;

a munkavedelemrdl szélo 1993. évi XCIII. térvény 64. §,
64/A §, 64/B §
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A kezelt adatok kore A sérilt neve, cime, telefonszama, baleset datuma,
idépontja, ériilés és a baleset leirasa, elsdsegélyt nyujtd
neve, tanu neve, elérhetdsége, baleset helyszine

Az adatok forrésa Baleseti jegyz6kdnyv
Az adatok tarolasanak ideje | A munkabaleseti jegyz6konyv keletkezését kdveté 5 évig
Adatfeldolgozo a sajat szerveren torténd tarolas esetén az informatikai

feladatokkal megbizott, illetve a Microsoft Corporation a
levelezd szerver tekintetében.

Adattovabbitas cimzettjei Adott esetben, ha szilkséges a tovabbitas a jogi képviseletet
ellatdo lGgyvéd, illetékes birésag, munkavédelmi hatésag
(kormanyhivatal), és a NAV.

Profilalkotas vagy Nincs

automatikus donteshozatal
Harmadik orszagba térténé | Nincs
adattovabbitas

1.7 Alkoholos vagy pszihotrop anyagok alatti befolyasoltsag vizsgalataval kapcsolatban
tortend adatkezelés

A Munkavallalénak a munkaideje alatt alkoholos, illetve mas pszichotrop anyag befolyasoltsagtol
mentesen kell munkajat végezni.

A munkaltatéi jogkor gyakorléja vagy a képviseletében eljar6 szemeély jogosult minden
Munkavallaléjat ellenérizni, hogy alkoholos befolyasoltsag hatasa alatt all-e, amennyiben alapos
okkal feltehetd, hogy a Munkavallalé alkoholos befolyasoltsag alatt all. A Munkaltato az alkoholszint
mérését alkoholszondaval a munkahelyen a munkavédelemért felelés Munkavallal6, valamint a
Munkavallalo felettesének, a felettes akaddlyoztatdsa esetén mas vezeté beosztasi Munkavallalo
jelenlétében jogosult végrehajtani. Az ellendrzés megtagadasa esetén, amennyiben a Munkavallalé
nyilvanvaléan munkavégzésre alkalmatlan allapotban van, ugy Munkaltaté jogosult errél kettd tanu
jelenléte mellett jegyzoékonyv felvételére, egyidejlileg a Munkavallalét a tovabbi munkavégzéstdl el
kell tiltani.

Az ellendrzés soran torténd, az alkohol szonda 0,3%-ot kimutatd elszinezédés esetén a
Munkavallalét a tovabbi munkavégzéstdl el kell tiltani, az adott nap igazolatlan hianyzasnak szamit,
munkabér nem jar, valamint az eset Munkaltatéi figyelmeztetést von maga utan.

Ismételt figyelmeztetéssel jaré eset utan Munkaltaté jogosult a Munkavallalé munkaviszonyanak
azonnali hatalyu megsziintetésére.

Amennyiben a Munkavallalé az eredményt vitatja, jogosult orvosi vizsgélatot kezdeményezni.
Az orvosi vizsgalatot Munkaltaté nem akadalyozhatja meg.

A vizsgédlatok eredményét Munkaltatd rogziti és a pozitiv és negativ eredményeket is a
munkaviszony megszlinésekor torli. Munkaltatd a vizsgalatok eredményeit nem adja at harmadik
személyeknek, kivéve azt az orvost, aki az utélagos ellenérzest végzi.

A pszihotrop anyagok alatti befolyasoltség alapos gyanija esetén Munkaltaté jogosult orvosi
kozrem(ikodés igénybevételével ellenérzést végezni. Az orvosi ellenérzést Munkaltato kifejezett
titakozasa ellenére nem hajthaté végre. Amennyiben a Munkavallalé nyilvanvaléan munkaveégzésre
alkalmatlan allapotban van, ugy Munkaltato jogosult errél kettd tanu jelenléte mellett jegyz6kdnyv
felvételére, és egyidejlileg a Munkavallaldé munkavégzésének megtiltasara. Ezen esetben a
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Munkavallalé nem jogosult az aznapi bére megtéritésére. Az eset a Munkavallald szamara
figyelmeztetéssel jar. A Munkaltatd jogosult a masodik ismételt figyelmeztetés utan Munkavallald
munkaviszonyanak azonnali hatalyld megszintetésére. Az ellenérzést megelézéen a
Munkavallalonak lehetéséget kell biztositani, hogy nyilatkozhasson a befolyasoltsagrol, amennyiben
a befolyasoltsagot elismeri, tovabbi orvosi vizsgalatot nem lehet elvégezni. A nyilatkozatot
bizalmasan kell kezelni.

Amennyiben a Munkavallalé orvosi kezelés alatt all, és emiatt kdvetkezik be a pszichotrop anyag
alatti befolyasoltsag, ugy részére lehetéséget kell biztositani, hogy hatranyos kévetkezmények
nélkil felmentsék a munkavégzés alol.

Az adatkezelés célja A Munkavallalé szabalyszer és biztonsagos
munkavégzésének ellendrzése

Az adatkezelés jogalapja - c.) pont

GDPR 6. cikk (1)

A kezelt adatok kore Munkavallalé neve, beosztasa, az ellendrzés eredményes

Az adatok forrasa Nyilvantartas, vizsgalat

Az adatok tarolasanak ideje | A vizsgélati jegyzékonyv keletkezését kovetd 5 évig

Adatfeldolgozé a sajat szerveren torténd tarolas esetén az informatikai

feladatokkal megbizott, illetve a Microsoft Corporation a
levelezd szerver tekintetében.

Adattovabbitas cimzettjei Adott esetben, ha szilkséges a tovabbitas a jogi képviseletet
ellato tigyveéd, illetékes birésag, jogszabalyban megnevezett
hatéségok felé.

Profilalkotas vagy Nincs

automatikus dontéshozatal
Harmadik orszagba térténé | Nincs
adattovabbitas

1.8. Céges eszkozhasznalat ellenérzése

1.8.1. E-mail fi6k hasznalatanak ellenérzésével kapcsolatos adatkezelés

Ha a Tarsasag e-mail fickot bocsat a munkavallalé rendelkezésére — ezen e-mail cimet és fidkot a
munkavallalé kizarélag munkakéri feladatai céljara hasznalhatja, annak érdekében, hogy a
munkavallalok ezen keresztil tartsdk egyméassal a kapcsolatot, vagy a munkaltaté képviseletében
levelezzenek az ligyfelekkel, mas személyekkel, szervezetekkel.

A munkavéllalé az e-mail fiokot személyes célra nem hasznélhatja, a fiokban személyes leveleket
nem tarolhat.

A munkaltaté jogosult az e-mail fiok teljes tartalmat és hasznalatat rendszeresen — 3 havonta -
ellendrizni, ennek soran az adatkezelés jogalapja a munkaltaté jogos érdeke. Az ellenérzés celjaaz
e-mail fiok hasznalatara vonatkozé munkaltatéi rendelkezés betartasanak ellenérzése, tovabba a
munkavallaléi kételezettségek (Mt. 8.8, 52. §) ellenérzése.

Az ellendrzésre és adatkezelésre a munkaltaté vezetdje, vagy a munkaltatoi jogok gyakorldja
jogosult.

Amennyiben az ellenérzés kérilményei nem zarjak ki ennek lehetdséget, biztositani kell, hogy a
munkavallalé jelen lehessen az ellenérzés soran.

Az ellendrzés elétt tajékoztatni kell a munkavallalét arrél, hogy milyen munkaltatoi érdek miatt kerul
sor az ellendrzésre, munkaltatd részérdl ki végezheti az ellendrzést, - milyen szabalyok szerint
kertlhet sor ellenérzésre (fokozatossag elvének betartasa) és mi az eljaras menete, - milyen jogai
és jogorvoslati lehetéségei vannak az e-mail fidk ellenérzésével egyutt jaré adatkezeléssel
kapcsolatban.
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Az ellendrzés soran a fokozatossag elvét kell alkalmazni, igy elsédlegesen az email cimébdl és
targyabol kell megallapitani, hogy az a munkavallalé munkakéri feladataval kapcsolatos, és nem
személyes célu. Nem személyes céli e-mailek tartalmat a munkaltaté korlatozas nélkil vizsgalhatja.
Ha jelen szabalyzat rendelkezéseivel ellentétben az allapithaté meg, hogy a munkavallalé az e-mail
fiokot személyes célra hasznalta, fel kell szélitani a munkavallalét, hogy a személyes adatokat
haladéktalanul torélie. A munkavallald tavolléte, vagy egyuttmikédésének hidnya esetén a
személyes adatokat az ellenérzéskor a munkaltato térli. Az e-mail fidk jelen szabalyzattal ellentétes
hasznalata miatt a munkaltatd a munkavallaléval szemben munkajogi jogkOvetkezményeket
alkalmazhat.

A munkavallaldo az e-mail fidk ellenbrzésével egyutt jard adatkezeléssel kapcsolatban e
szabalyzatnak az érintett jogairdl szélé fejezetében irt jogokkal élhet.

A kezelt adatok kére: Munkavallalé neve, e-mail cime, ellenérzés eredmenye

Az adatkezelés jogalapja: A munka toérvénykonyvérdl szolo 2012. évi |. tv 8. §., 52. §, tehat jogi
kotelezettség teljesitése (Rendelet 6. cikk (1) bek. ¢) pont)

Az adatkezelés idétartama: Az ellenérzés tényébdl szarmaztatott jogok és kotelességek altal
megalapozott igények érvényesitési lehetésegeibdl fakado hataridd.

1.8.2. Szamitogép, laptop, tablet ellenérzésével kapcsolatos adatkezelés

A Tarsasag altal a munkavallalé részére munkavégzés céljara rendelkezésre bocsatott
szamitdgépet, laptopot, tabletet a munkavallalé kizarélag munkakéri feladata ellatasara
hasznalhatja, ezek magancélu hasznalatat a Tarsasag megtiltja, ezen eszk6zokén a munkavallalé
semmilyen személyes adatot, levelezését nem kezelheti és nem tarolhatja. A munkéltaté ezen
eszkdzokon tarolt adatokat ellendrizheti. Ezen eszk6ézok munkaltaté altali ellendrzésére eés
jogkdévetkezményire egyebekben az elébbi 1.8.1. pont rendelkezései iranyadok.

1.8.3. A munkahelyi internethasznalat ellenérzésével kapcsolatos adatkezelés

A munkavallalé csak a munkakori feladataval kapcsolatos honlapokat tekintheti meg, a személyes
célu munkahelyi internethasznalatot a munkaltaté megtiltja.

A munkakoéri feladatként az Adatkezeld nevében elvégzett internetes regisztraciok jogosultja az
Adatkezel6, a regisztracidé soran az Adatkezelére utalé azonositét, jelszot kell alkalmazni.
Amennyiben a személyes adatok megadasa is sziikséges a regisztracidhoz, a munkaviszony
megszlinésekor azok tériését koteles kezdeményezni az Adatkezeld.

A munkavéallaldé munkahelyi internethasznalat a munkaltatd ellendrizheti, amelyre és
jogkovetkezményire az 1.8.1. pont rendelkezései iranyadok.

1.8.4. Céges mobiltelefon hasznalatanak ellenérzésével kapcsolatos adatkezelés

A munkaltatd engedélyezi a céges mobiltelefon magancéld hasznalatdt meghatarozott
kéltségtérités megfizetése ellenében, igy a mobiltelefon a tovabbiakban nem csak munkavégzéssel
Osszefiiggb célokra hasznalhaté. A munkaltaté a kimend — Gzleti céld - hivasok hivészamat és
adatait, tovabba a mobiltelefonon (izleti célbdl tarolt adatokat ellenérizheti.

A munkavallalé6 nem koteles kulon bejelenteni a munkaltatonak, ha a céges mobiltelefont
magancélra is hasznalta, de az ellenérzéskor az Uzleti és magancélu hasznalatot el kell kloniteni.
Az ellenérzés akként folytathatd le, hogy a munkaltatd hivasrészletezét kér a telefonszolgaltatotol
és felhivjia a munkavallalét arra, hogy a dokumentumon a magancélu hivasok esetében a hivott
szamokat tegye felismerhetetlenné.

Egyebekben az ellenérzésre és jogkdvetkezményire az 1.8.1. pont rendelkezései iranyadoak.

1.9. Megvaltozott munkaképességii munkavallalok
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A megvaltozott munkaképességli munkavallaldkra adatkezelési szempontbdl azonos szabalyok
vonatkoznak, mint az Adatkezelé sajat alkalmazottjaira, rajuk vonatkozéan azonban bévebb a kezelt
adatok kore. Az Adatkezeld térvényi eldiras alapjan kezeli a megvaltozott munkaképességli
munkavallalok egészségi allapotara vonatkozé adatokat.

2. A Tarsasag tevékenységével kapcsolatos adatkezelések
2.1.
2.1. Etkeztetés biztositasa

Adatkezel6 az Onkormanyzattal létrejétt szerzédése alapjan végzett kozfeladatok ellatasa korében
étkeztetési szolgaltatast biztosit, mind kiskord, mind nagykord személyek részére.

Az étkeztetés igénybevétele soran Adatkezelé az érintettek altal kezdeményezett és altaluk vagy
rajuk tekintettel mas személy altal jogszeriien megadott informaciok alapjan egyénre szabott diétas
étrendnek, specidlis étrendnek megfeleléen teljesit. Tovabba az intézmények altal biztositott
etkeztetési szolgaltatas téritési dijait szedi be.

Az adatkezeléshez kapcsolodd kézfeladat: A gyermekek védelmérdl és a gyamugyi igazgatasrol
$z616 1997. évi XXXI. térvény (a tovabbiakban: Gyvt.) 21. § (1) bek. e) pontja, valamint 21/A. § (3)
bek. a) pontja alapjan a teleplilési dnkormanyzat feladata az iskolai gyermekétkeztetés biztositasa.
A Gyvt. 21/B. § (1) bek. b)-d) pontjaban, valamint a (2) bek. b) pontjaban meghatarozott esetben az
intézményi gyermekétkeztetést ingyenesen, illetve kedvezményesen kell biztositani.

Az adatkezeléshez kapcsolodo kozfeladat: A Gyvt. 21/C. § (1) bekezdése alapjan, valamint a
szocialis igazgatdas és szocidlis ellatasok helyi szabalyozasarol szold 10/2006 (VI: 28.)
Onkormanyzati rendelet (a tovabbiakban: Onk. r.) alapjan sziinidei gyermekétkeztetés biztositasa.

A specidlis diétas étrend biztonsagos nyuijtasat és kedvezmenyek nyUjtasat Adatkezeld kiildn orvosi
vizsgalat és/vagy megfelel6 orvosi igazolas nytijtdsahoz kétheti,

Kllonleges (jelen esetben egészségiigyi) adat esetén a GDPR 6. cikk (1) bekezdés e) pontja
alapjan, az adatok kezelése az Adatkezeld kézérdeki vagy az Adatkezel6re ruhazott kézhatalmi
jogositvany gyakorldsanak keretében végzett feladat végrehaijtasahoz szikséges, valamint a GDPR
9. cikk (2) bek. h) pontja alapjan az adatkezelés egeszseglgyi vagy szocialis ellatas nyujtasa
érdekében sziikséges.

Az adatkezelés a kozétkeztetésre vonatkozo taplalkozas-egészségugyi el6irasokrol 37/2014. (IV.
30.) EMMI rendelet 15. §-a szerinti diétas étrend biztositasa érdekében szukséges.

Az Adatkezelé barmilyen a kiskoru érintettekkel 6sszefiiggé adatkezelést a kizarélag eljarni jogosult
torvenyes képviselé jovahagyasanak és/vagy utasitasanak megfeleléen végez.

Az adatkezelés célja étkeztetés biztositasa

Az adatkezelés jogalapja - | e) pontja - az adatok kezelése az Adatkezeld kézérdekd

GDPR 6. cikk (1) vagy az Adatkezelbre ruhdzott kézhatalmi jogositvany
gyakorlasanak keretében végzett feladat végrehajtasahoz
szlUkséges.

GDPR 9. cikk (2) h) pontja - az adatkezelés egészségiigyi vagy szocidlis
ellatas nyujtésa érdekében szilkséges.
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A kezelt adatok kore

Szolgaltatast igénybe vevd neve, szlletési helye, ideje,
anyja neve, lakcime, latogatott intézmény neve,
osztaly/csoport elnevezése, az igénybe vevd diétaja,
igénybe vehetd kedvezménye, tamogatasa, a térvényes
képviseld neve, szlletési neve, szlletési helye, ideje, anyja
neve, lakcime, e-mail cime és telefonszama.

Az adatok forrasa

az érintett vagy térvényes képviselbje

Az adatok tarolasanak ideje

5 év — Ptk. szerinti altalanos elévilési id6

Adatfeldolgozé

a sajat szerveren torténd tarolas esetén az informatikai

feladatokkal megbizott, illetve a Microsoft Corporation a
levelezd szerver tekintetében.

Veresegyhaz Onkormanyzata és Polgarmesteri Hivatala
nincs

Adattovabbitas cimzettjei

Profilalkotas vagy
automatikus déntéshozatal

2.2. Piaciizemeltetés

Adatkezelé az Onkormanyzat megbizasabdl Veresegyhaz Varos Foterén és a F6 utcan, illetve
egyes mellékutcakat is érintve piaci napokat szervez. A standokon &stermelék és kereskedok
arusitjak portékaikat.

A standok bérletére Adatkezel6 bérleti szerzédést két maganszemelyekkel és vallalkozasokkal.

2.2.1. Szerz6dést koto természetes személy adatainak kezelése

Az adatkezelés célja

Az adatkezelés jogalapja -
GDPR 6. cikk (1)

A kezelt adatok kére

A piacon torténd arusitas — stand bérlet

b) pontja - az adatkezelbvel létrejétt szerzédéses
jogviszony

Név, anyja neve, sziiletési hely és datum, allampolgarsag,
telefonszam, e-mail cim, lakcim, levelezési cim, személyi
igazolvany szam, adéazonosito jel.

az érintett

a szerz6dés megszlinését kovetd 5 év — Ptk. szerinti
altalanos elévilési idé

a sajat szerveren torténd tarolas esetén az informatikai
feladatokkal megbizott, illetve a Microsoft Corporation a
levelezé szerver tekintetében.

nincs

nincs

Az adatok forrasa
Az adatok tarolasanak ideje

Adatfeldolgozo

Adattovabbitas cimzettjei
Profilalkotas vagy
automatikus déntéshozatal

A nem maganszemeélyként bérelt standokon valé arusitashoz véllalkozasi, valamint a veresegyhazi
piacra szo6lé m(ikoédési engedély szikséges, a termékre vonatkozo piaci kereskedelmi engedélyek
megléte mellett. A mikoédési engedélyben megadott adatok kérét a 210/2009. (1X.29.) Korm.
rendelet hatarozza meg.

A nem maganszemély partnerek esetében a természetes személyek adatainak kezelése kizarolag
a partner természetes személy kapcsolattartéi vonatkozasaban valdsul meg.

2.2.2. Szerz6déshen megnevezett kapcsolattartok adatainak kezelése
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Az adatkezelés célja

Az érintettel, mint a szerzédést kété alkalmazottjaval vagy
megbizottjaval a kapcsolat tartasa a szerzédés teljesitése
érdekében

Az adatkezelés jogalapja -
GDPR 6. cikk (1)

f) pont — az adatkezel6 jogos érdeke
Az érintett az adatkezelés ellen barmikor tiltakozhat,

A kezelt adatok kore

név, telefonszam, e-mail cim

Az adatok forrasa

a szerzédést koté személy

Az adatok tarolasanak ideje

Adatkezel6 az elérhetdségi adatokat amennyiben a
szerzbdeés létrejon a jogviszony megszlinését kovetd 5 évig
— igényérvényesitési hataridéig - kezeli

Adatfeldolgozé

a sajat szerveren torténd tarolas esetén az informatikai
feladatokkal megbizott, illetve a Microsoft Corporation a
levelezd szerver tekintetében.

Adattovabbitas cimzettjei

nincs

Profilalkotas vagy
automatikus doéntéshozatal

nincs

2.3. Altalanos lizemeltetési, karbantartasi feladatok soran térténd adatkezelés

2.6.1. Uzemeltetéshez, karbantartashoz vallalkozokkal kapcsolattartas

A természetes személy partnerrel az Adatkezeld kdzvetlenil két szerzédést.

Az adatkezelés célja

Az erintettel a kapcsolat tartasa a szerzédés teljesitése
erdekében

Az adatkezelés jogalapja -
GDPR 6. cikk (1)

b) pontja - az adatkezelével létrejott szerzédéses
jogviszony

A kezelt adatok kore

Neév, anyja neve, sziiletési hely és datum, allampolgarsag,
telefonszam, e-mail cim, lakcim, levelezési cim, személyi
igazolvany szam, adéazonosito jel.

Az adatok forrasa

az érintett

Az adatok tarolasanak ideje

a szerz6dés megszlinését kovetd 5 év — Ptk. szerinti
altalanos elévulési id6

Adatfeldolgozé

a sajat szerveren torténé tarolas esetén az informatikai
feladatokkal megbizott, illetve a Microsoft Corporation a
levelezd szerver tekintetében.

Adattovabbitas cimzettjei

nincs

Profilalkotas vagy
automatikus déntéshozatal

nincs

A nem maganszemély partnerek esetében a természetes személyek adatainak kezelése kizardlag

a partner természetes személy kapcsolattart6i vonatkozasaban valésul meg.

Az adatkezelés célja

Az érintettel, mint a szerzédést koté alkalmazottjaval vagy
megbizottjaval a kapcsolat tartasa a szerzédés teljesitése
eérdekében

Az adatkezelés jogalapja -
GDPR 6. cikk (1)

f) pont — az adatkezel6 jogos érdeke
Az érintett az adatkezelés ellen barmikor tiltakozhat.

A kezelt adatok kore

név, telefonszam, e-mail cim

Az adatok forrasa

a szerzbdést koté személy
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Az adatok tarolasanak ideje | Adatkezel6 az elérhetéségi adatokat amennyiben a
szerz6dés |étrejon a jogviszony megszlinését kovetd 5 évig
— igényérvényesitési hataridéig - kezeli

Adatfeldolgozo a sajat szerveren torténé tarolas esetén az informatikai
feladatokkal megbizott, illetve a Microsoft Corporation a
levelezd szerver tekintetében.

Adattovabbitas cimzettjei nincs

Profilalkotas vagy nincs

automatikus dontéshozatal

2.4. Egyéb adatkezelések, igényérvényesités, jogvitak, hatosagi eljarasok

2.4.1. Panaszkezelés

Az adatkezelés célja Kapcsolatfelvételi lehetéség adatkezelével, panaszkezelés
az adatkezel6 szolgaltatasaival kapcsolatosan

Az adatkezelés jogalapja - | c) pontja jogi kotelezettség alapjan térténd adatkezelés: a

GDPR 6. cikk (1) fogyasztovédelemrol sz6ld 1997. évi CLV. térvény 17/A. §
értelmében

A kezelt adatok kore E-mailben, a honlapon vagy k6zdsségi oldalon keresztuli

Uzenetben torténd megkereses esetén az érintett
azonositasi (név, cim) és kapcsolattartasi adatai (e-
mailcim, kézossegi felhasznal6 azonositd), valamint az
Uzenet és a valasz tartalma.

Telefonhivas esetén a rogzitett telefonhivas, a hivas ténye
és az elhangzott informaciok.

Postai megkeresés esetén a panaszlevél és az alapjan tett
intézkedések, a megkildott valasz.

Az adatok forrasa érintett

Az adatok tarolasanak ideje | Irasbeli panasz esetén a panasz felvételétdl szamitott &t (5)
év, telefonos szobeli panaszrél felvett jegyzékdnyv
esetében a jegyz6konyv felvételének napjatol szamitott 5
év.

A panaszrol felvett jegyzékonyvet és a valasz masolati
példanyat 3 évig 6rizzik meg (Fgytv. 17/A. § (7) bek.)
Adatfeldolgozé a sajat szerveren torténd tarolas esetén az informatikai
feladatokkal megbizott, illetve a Microsoft Corporation a
levelezb szerver tekintetében.

Adattovabbitds cimzettjei nincs

Profilalkotas vagy nincs

automatikus déntéshozatal

2.4.2. Szamlazassal kapcsolatos adatkezelés

Az adatkezelés célja A szerzddéses ellenérték megfizetésével kapcsolatos
adatkezelés

Az adatkezelés jogalapja - | b) pontja - az adatkezelbvel létrejott szerz6déses

GDPR 6. cikk (1) jogviszony, valamint c) pont -

az adatkezel6re vonatkozé jogi kételezettség teljesitése -
Szamviteli tv. és Afa tv. rendelkezései szerint

A kezelt adatok kore A szamlan szerepel® adatok: név és cim, igénybe vett
szolgaltatdas megnevezése, idépontja, mennyisége, vételara
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Az adatok forrasa

érintett

Az adatok tarolasanak ideje

a szamla kiallitasanak évét kévetd 8 év

Adatfeldolgozé

a sajat szerveren térténd tarolas esetén az informatikai
feladatokkal megbizott, illetve a Microsoft Corporation a
levelezé szerver tekintetében.

Adattovabbitas cimzettjei

nincs

Profilalkotas vagy
automatikus dontéshozatal

nincs

2.4.3. Adatkezelés a szerzédéses kotelezettség nem teljesitése esetén

Az adatkezelés célja

A szerzbédéses kotelezettségek nem teljesitése esetén a
kovetelések érvényesitése céljabol

Az adatkezelés jogalapja -
GDPR 6. cikk (1)

f) pontja ~ az adatkezeld jogos érdeke
Az érintett az adatkezelés ellen barmikor tiltakozhat.

A kezelt adatok kore

Nev, szlletési hely és id, anyja neve, cim, e-mail cim,
telefonszam, a fennall6 kotelezettség ténye és osszege,
illetve a keletkezésének korllményei, valamint a
kapcsolattartas alatt valtott izenetek tartalma és az
uzenetre vonatkozé technikai informacidk

Az adatok forrasa

érintett

Az adatok tarolasanak ideje

az igény érvényesités lehetdségének fennallasaig
(altalanos elévilési idbé — 5 év)

Adatfeldolgozd

a sajat szerveren térténd tarolas esetén az informatikai
feladatokkal megbizott, illetve a Microsoft Corporation a
levelezd szerver tekintetében.

Adattovabbitas cimzettjei

nincs

Profilalkotas vagy
automatikus dontéshozatal

nincs

2.4.4. Jogvitak rendezése soran térténé adatkezelés

Az adatkezelés célja

A jogvitak, folyamatban Iévd perekkel kapcsolatos
adatkezelés azon esetekben relevans, ahol az adatkezelés
eredeti jogalapja szerinti megérzési idé lejart, csak
folyamatban |évé jogvita/per miatt szikséges a tovabbi
adatkezelés

Az adatkezelés jogalapja -
GDPR 6. cikk (1)

az adatkezelés eredeti jogalapjaval azonos és f) pontja — az
adatkezel6 jogos érdeke
Az érintett az adatkezelés ellen barmikor tiltakozhat.

A kezelt adatok kore

A jogvita vagy a per targyatél fuggd adatok

Az adatok forrasa

érintett vagy hatésag, hatésagi megkeresés alapjan

Az adatok tarolasanak ideje

A jogvita vagy per végleges lezarasat kovetd 1 évig

Adatfeldolgoz6

jogi képviseletet ellaté tgyvéd

Adattovabbitas cimzettjei

a jogvita eldontésére illetékes és hataskorrel rendelkezé
birésag, hatdésag

Profilalkotas vagy
automatikus dontéshozatal

nincs

2.4.5. Marketingtevékenység soran torténé adatkezelés
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Az adatkezelés célja Kozvetlen Uzletszerzés érdekében a sajat és partnerek
ajanlatainak elklldése azok részére, akik ehhez
hozzajarulasukat adjak.

Az adatkezelés jogalapja - | f) pontja — az adatkezel6 jogos erdeke

GDPR 6. cikk (1) Az érintett az adatkezelés ellen barmikor tiltakozhat.

A kezelt adatok koére Név, telefonszam, e-mail cim, lakcim

Az adatok forrésa érintett

Az adatok tarolasanak ideje | az érintett tiltakozasaig

Adatfeldolgozé a sajat szerveren torténd tarolas esetén az informatikai

feladatokkal megbizott, illetve a Microsoft Corporation a
levelezd szerver tekintetében.

Adattovabbitas cimzettjei nincs

Profilalkotas vagy nincs

automatikus dontéshozatal
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